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Status of This Meno

Thi s docunment specifies an Internet standards track protocol for the
Internet conmunity, and requests di scussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this meno is unlimnited.

Abstract
RFC 2763 defined a sinple and dynani ¢ nechani smfor routers running
IS-1Sto | earn about synbolic hostnames. RFC 2763 defined a new TLV
that allows the 1S 1S routers to flood their nanme-to-system D mappi ng
i nformati on across the |1S-1S network.

Thi s docunent obsol etes RFC 2763. This docunment noves the capability
provi ded by RFC 2763 to the Standards Track.

Tabl e of Contents

L. INtroduCti ON .. 2

1.1. Specification of Requirements ............. ... .. 2
2. Possible Solutions ........ ... 2
3. Dynamic Hostname TLV ... ... 3
4. Inplementati ON ... .. 4
5. Security Considerati ONS . ... ... ... 4
6. ACKNOW edgmENnt S . ... 4
7. TANA Considerati ONS ... ...t 4
8. Informative References . ....... . ... 4

McPherson & Shen St andards Track [ Page 1]



RFC 5301 Dynam ¢ Host nane Cct ober 2008

1.

1.

1.

| nt roducti on

|S-1S uses a variable 1-8 byte systemID (nornally 6 bytes) to
represent a node in the network. For managenent and operation
reasons, network operators need to check the status of 1S 1S

adj acencies, entries in the routing table, and the content of the
IS 1S link state database. It is obvious that, when | ooking at

di agnostics information, hexadeci nal representations of system | Ds
and Link State Protocol Data Unit (LSP) identifiers are |less clear
t han synbolic nanes.

One way to overcone this problemis to define a nane-to-systenl D
mappi ng on a router. This napping can be used bidirectionally, e.g.,
to find synbolic names for systemIDs and to find system|Ds for
synbolic names. One way to build this table of nmappings is by static
definitions. Anong network administrators who use IS-1S as their

IGP, it is current practice to define such static mappings.

Thus, every router has to naintain a statically-configured table with
mappi ngs between router names and system | Ds. These tables need to
contain the nanes and systemIDs of all routers in the network, and
nmust be nodified each time an addition, deletion, or change occurs.

There are several ways one could build such a table. One is via
static configurations. Another schene that could be inplenmented is
via DNS | ookups. In this docunent, we provide a third solution
which in w de-scal e inplenentation and depl oynent has proven to be
easi er and nore nanageabl e than static mapping or DNS schenes.

Specification of Requirenents

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Possi bl e Sol uti ons

The obvi ous drawback of static configuration of mappings is the issue
of scalability and maintainability. The network operators have to
mai ntain the name tables. They have to maintain an entry in the
table for every router in the network, on every router in the
network. The effort to create and maintain these static tables grows
with the total nunber of routers on the network. Changing the nane
or system|ID of one router, or adding a new router will affect the
configurations of all the other routers on the network. This will
make it very likely that those static tables are outdated.
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Havi ng one table that can be updated in a centralized place woul d be
hel pful. One could inmagi ne using the DNS systemfor this. A
drawback is that during the time of network problens, the response
time of DNS services mght not be satisfactory or the DNS services
m ght not even be avail able. Another possible drawback m ght be the
added conplexity of DNS. Also, some DNS inpl enentations might not
support A and PTR records for Connection Network Service (CLNS)

Net wor k Servi ce Access Points (NSAPs).

A third way to build dynani ¢ mappi ngs woul d be to use the transport
mechani sm of the routing protocol itself to advertise synbolic nanes
in 1S 1S link-state PDUs. This docunent defines a new TLV that
allows the IS-1S routers to include the name-to-system D mappi ng data
in their LSPs. This will allow sinple and reliable transport of nane
mappi ng i nformati on across the IS-1S network.

3. Dynam ¢ Hostnane TLV
The Dynamic hostnane TLV is defined here as TLV type 137.
Length - total length of the value field.
Value - a string of 1 to 255 bytes.

The Dynami c hostnanme TLV is optional. This TLV may be present in any
fragment of a non-pseudonode LSP. The value field identifies the
synbolic name of the router originating the LSP. This synbolic nane
can be the FQDN for the router, it can be a subset of the FQDN, or it
can be any string operators want to use for the router. The use of
FCQDN or a subset of it is strongly recormended. The content of this
value is a domain nane, see [RFC2181]. The string is not null-
ternmnated. The systemID of this router can be derived fromthe LSP
identifier.

If this TLV is present in a pseudonode LSP, then it SHOULD NOT be
interpreted as the DNS hostnane of the router.

The Value field is encoded in 7-bit ASCII. |If a user-interface for
configuring or displaying this field permts Unicode characters, that
user-interface is responsi ble for applying the ToASCI| and/or

ToUni code al gorithm as described in [RFC3490] to achieve the correct
format for transmi ssion or display.
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4.

I mpl emrent ati on

The Dynamic hostnanme TLV is optional. Wen originating an LSP, a
router nmay decide to include this TLV in its LSP. Upon receipt of an
LSP with the Dynanic hostname TLV, a router may decide to ignore this
TLV, or to install the synbolic name and systemID in its hostnane
mappi ng table for the I1S-1S network.

A router may also optionally insert this TLV in its pseudonode LSP
for the association of a synbolic name to a |l ocal LAN.

If a systemreceives a mapping for a nane or systemID that is
different fromthe mapping in the [ocal cache, an inplenmentation
SHOULD repl ace the existing mapping with the | atest infornation.

Security Considerations

Since the nane-to-systenl D napping relies on information provided by
the routers thensel ves, a nisconfigured or conprom sed router can
inject false mapping information. Thus, this information needs to be
treated with suspicion when, for exanple, doing diagnostics about a
suspected security incident.

Thi s docunent raises no other new security issues for IS-1S.
Security issues with I1S-1S are discussed in [ RFC5304].
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Ful I Copyright Statenent
Copyright (C) The I ETF Trust (2008).

This docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR IS SPONSORED BY (IF ANY), THE I NTERNET SOCI ETY, THE | ETF TRUST AND
THE | NTERNET ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS
OR | MPLI ED, | NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF
THE | NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. |Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use of
such proprietary rights by inplenmenters or users of this

speci fication can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that nmay cover technol ogy that nay be required to inplenment
this standard. Please address the information to the |IETF at
ietf-ipr@etf.org.
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