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Abstract
Thi s docunent describes howto carry 64 kbit/s channel data
transparently in RTP packets, using a pseudo-codec called
"Clearnode". It also serves as registration for a related M ME type
cal l ed "audi o/ cl ear node".
"Clearnode” is a basic feature of Vol P Media Gateways.
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1.

| nt roducti on

Voi ce over IP (VolP) Media Gateways need to carry all possible data
streans generated by analog terninals or integrated services digital
network (1SDN) termnals via an IP network. Wthin this document a

Vol P Media Gateway is a device that converts a (digital or anal og)
linear data streamto a digital packetized data stream or vice versa.
Refer to RFC 2719 [10] for an introduction into the basic
architecture of a Media Gateway based networKk.

Usual Iy a Vol P Medi a Gat eway does sone processing on the data it
converts besides packetization or depacketization; i.e. echo
cancel l ation or dual tone multifrequency (DTMF) detection, and
especially a coding/decoding. But there is a class of data streans
that does not rely on or allow any data processing within the Vol P
Medi a Gat eway except for packetization or depacketization. |SDN data
terminals i.e. will produce data streams that are not conpatible with
a non-linear encoding as used for voi ce.

For such applications, there is a necessity for a transparent relay
of 64 kbit/s data streanms in real-tine transport protocol (RTP) [4]
packets. This nmode is often referred to as "cl ear-channel data" or
"64 kbit/s unrestricted". No encoder/decoder is needed in that case,
but a unique RTP payload type is necessary and a related M ME type is
to be registered for signaling purposes.

Clearnmpde is not restricted to the exanpl es descri bed above. It can
be used by any application, that does not need a speci al
encodi ng/ decodi ng for transfer via a RTP connecti on.

Thi s payl oad format docunent describes a pseudo-codec called

"Cl earnpode", for sanple oriented 64 kbit/s data streans with 8 bits
per sanple. It is in accordance with RFC 2736 [1], which provides a
guideline for the specification of new RTP payl oad formats.

Exanpl es for the current use of Cearnode are the transfer of "ISDN 7
kHz voice" and "I SDN data" in Vol P Media Gateways.

Thi s docunent al so serves as the M ME type registration according to
RFC 2045 [2] and RFC 2048 [3], which defines procedures for
registration of new MME types within the | ETF tree

Conventions Used in This Docunent
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [8].
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3.

64 kbit/s Data Stream Handling and RTP Header Paraneters

Cl ear rode does not use any encodi ng or decoding. It just provides
packeti zati on

Cl ear rode assunes that the data to be handled is sanple oriented with
one octet (8bits) per sanple. There is no restriction on the nunber
of sanpl es per packet other than the 64 kbyte linit inposed by the IP
protocol. The nunber of sanples SHOULD be | ess than the path maxi num
transnission unit (MIU) ninus conbi ned packet header length. |If the
environnent is expected to have tunnels or security encapsul ation as
part of operation, the nunber of sanples SHOULD be reduced to all ow
for the extra header space.

The payl oad packeti zati on/ depacketi zation for Clearnode is simlar to
the Pul se Code Mdul ati on (PCMJ or PCMA) handli ng described in RFC
3551 [5]. Each Cearnpde octet SHALL be octet-aligned in an RTP
packet. The sign bit of each octet SHALL correspond to the nost
significant bit of the octet in the RTP packet.

A sanmple rate of 8000 Hz MJUST be used.
This calculates to a 64 kbit/s transm ssion rate per channel

The Timestanp SHALL be set as described in RFC 3550 [4].

The marker bit is always zero. Silence suppression is not applicable
for Clearnpde data streans.

The payl oad type is dynanically assigned and is not presented in this
docunent .

RTP header fields not mentioned here SHALL be used as specified in
RFC 3550 [4] and any applicable profile.

Thi s docunent specifies the use of RTP over unicast and nulticast UDP
as well as TCP. (This does not preclude the use of this definition
when RTP is carried by other |ower-layer protocols.)

| ANA Consi der ati ons
Thi s docunent registers the following MM subtype: audi o/ cl ear node.
To: ietf-types@ana.org

Subj ect: Registration of MM nedi a type audi o/ cl ear node

M ME nedi a type name: audio
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M ME subt ype nane: cl earnode

Requi red paraneters: none

Optional paraneters: ptinme, maxptinme
"ptinme" gives the length of time in mlliseconds
represented by the nedia in a packet, as described in RFC
2327 [6].
"maxpti me" represents the maxi mum anount of nedia, which
can be encapsul ated in each packet, expressed as tinme in
mlliseconds, as described in RFC 3267 [9].

Encodi ng consi derations:
This type is only defined for transfer via RTP [4].

Security considerations:
See Section 6 of RFC 4040

I nteroperability considerations: none

Publ i shed specification: RFC 4040

Applications, which use this nedia type:
Voi ce over | P Media Gateways, transferring "I SDN 64 kb/s
data", "ISDN 7 kHz voice", or other 64 kbit/s data streans
via an RTP connection
Not e: the choice of the "audi 0" top-level MM type was
made because the dom nant uses of this pseudo-codec are
expected to tel ephony and voi ce-gateway-rel ated. The
"audi 0" type allows the use of sharing of the port in the
SDP "me" line with codecs such as audio/g711 [6], [7], for
one exanple. This sharing is an inportant application and
woul d not be possi bl e ot herw se.

Addi tional information: none

I nt ended usage: COMVON

Aut hor/ Change control |l er

| ETF Audi o/ Vi deo transport working group
del egated fromthe | ESG
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5. Mapping to Session Description Protocol (SDP) Paraneters
Paraneters are napped to SDP [6] in a standard way.
o The MM type (audio) goes in SDP "m" as the nedia nane.

0o The M ME subtype (cl earnpode) goes in SDP "a=rtpnap" as the
encodi ng nane.

0 The optional paraneters "ptine" and "maxptine" go in the SDP
"a=ptinme" and "a=mexptine" attributes, respectively.

An exanpl e mapping is as foll ows:
audi o/ cl ear node; ptinme=10

mraudi o 12345 RTP/ AVP 97
a=rtpmap: 97 CLEARMODE/ 8000
a=ptine: 10

Note that the payload format (encodi ng) nanes defined in the RTP
Profile are comonly shown in upper case. M ME subtypes are comonly
shown in | ower case. These nanmes are case-insensitive in both

pl aces.

6. Security Considerations

| mpl enent ati ons using the payload format defined in this
specification are subject to the security considerations discussed in
the RFC 3550 [4]. The payload format described in this docunent does
not specify any different security services. The primary function of
this payload format is to add a transparent transport for a 64 kbit/s
data stream

Confidentiality of the nedia streans is achieved by encryption, for
exanpl e by application of the Secure RTP profile [11].

As with any | P-based protocol, in some circunstances a receiver my
be overl oaded sinply by the recei pt of too many packets, either
desired or undesired. Network-Ilayer authentication MAY be used to

di scard packets from undesired sources, but the processing cost of
the authentication itself nay be too high. Overload can al so occur,
if the sender chooses to use a smaller packetization period, than the
receiver can process. The ptime paraneter can be used to negotiate
an appropriate packetization during session setup
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7.

7.

7.

In general RTP is not an appropriate transfer protocol for reliable
octet streanms. TCP is better in those cases. Besides that, packet
| oss due to congestion is as nuch an issue for clearnode, as for

ot her payload formats. Refer to RFC 3551 [5], section 2, for a

di scussion of this issue.
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Ful I Copyright Statenent
Copyright (C) The Internet Society (2005).

This docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR I'S SPONSORED BY (IF ANY), THE I NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED

| NCLUDI NG BUT NOT LIMTED TO ANY WARRANTY THAT THE USE COF THE

| NFORVATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. |Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use of
such proprietary rights by inplenmenters or users of this

speci fication can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that nmay cover technol ogy that nay be required to inplenment
this standard. Please address the information to the IETF at ietf-
ipr@etf.org.
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