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Abstract

Thi s docunent describes | Pv4 addressi ng dependencies in an attenpt to
clarify the necessary steps in re-designing and re-inplenmenting
specifications to becone network address independent, or at least, to
dual Iy support IPv4 and IPv6. This transition requires severa
interimsteps, one of them being the evolution of current |Pv4
dependent specifications to a fornmat independent of the type of IP
addressing schema used. Hence, it is hoped that specifications wll
be re-designed and re-inplenented to beconme network address

i ndependent, or at least to dually support |Pv4 and | Pv6.

To achieve that step, it is necessary to survey and docunent all |Pv4
dependenci es experienced by current standards (Full, Draft, and
Proposed) as well as Experinental RFCs. Hence, this docunent

descri bes | Pv4 addressing dependenci es that deployed | ETF Application
Area docunented Standards nay experience.
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1. Introduction

The exhaustive docunentation of |Pv4 addresses usage in currently
depl oyed | ETF docunent ed standards has now been broken into seven
docunents conforming to current | ETF main areas, i.e., Applications,
Internet, Operations and Managenent, Routing, Sub-1P, and Transport.
A general overview of the docunentation, as well as followed

nmet hodol ogy and hi storical perspective can be found in [1]. This
docunent represents one of the seven blocks, and its scope is limted
to surveyi ng possible I Pv4d dependencies in | ETF Application Area
docunent ed St andards.

2. Docunent Organization

The remai nder sections are organi zed as follows. Sections 3, 4, 5,
and 6 describe, respectively, the raw analysis of Internet Standards

[2]:

Full, Draft, and Proposed Standards, and Experinental RFCs. For each
section, standards are anal ysed by their RFC nunber, in sequenti al
order, i.e., fromRFC 1 to RFC 3200. Exceptions to this are sone
RFCs above RFC 3200. They have been included, given that they

obsol eted RFCs within the range 1-3200. Also, the comments presented
for each RFC are raw in their nature, i.e., each RFCis sinply
analysed in terns of possible |Pv4 addressing dependencies. Finally,
Section 7 presents a global overview of the data described in the
previ ous sections, and suggests possible future steps.
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3. Full Standards
Internet Full Standards have attai ned the highest level of maturity
on the standards track process. They are conmonly referred to as
"Standards", and represent fully technical mature specifications that
are widely inplenented and used throughout the Internet.
3.1. RFC854: Tel net Protocol Specifications
There are no | Pv4 dependencies in this specification.
3.2. RFC 855: Telnet Option Specifications
There are no | Pv4 dependencies in this specification.
3.3. RFC 856: Binary Transm ssion Tel net Option
There are no | Pv4 dependencies in this specification.
3.4. RFC 857: Echo Telnet Option
There are no | Pv4 dependencies in this specification.
3.5. RFC 858: Suppress Go Ahead Tel net Option
There are no | Pv4 dependencies in this specification.
3.6. RFC 859: Status Telnet Option
There are no | Pv4 dependencies in this specification.
3.7. RFC 860: Timng Mark Tel net Option
There are no | Pv4 dependencies in this specification.
3.8. RFC 861: Extended Options List Telnet Option
There are no | Pv4 dependencies in this specification.
3.9. RFC 862: Echo Protocol
There are no | Pv4 dependencies in this specification.

3.10. RFC 863: Discard Protoco

There are no | Pv4 dependencies in this specification.
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3.11. RFC 864: Character Generator Protocol

There are no | Pv4 dependencies in this specification.
3.12. RFC 865: Quote of the Day Protoco

There are no | Pv4 dependencies in this specification.
3.13. RFC 866: Active Users Protoco

There are no | Pv4 dependencies in this specification.
3.14. RFC 867: Daytinme Protocol

There are no | Pv4 dependencies in this specification.
3.15. RFC 868: Tinme Server Protocol

There are no | Pv4 dependencies in this specification.

3.16. RFC 959: File Transfer Protocol

June 2004

Section 4.1.2 (TRANSFER PARAMETER COMVANDS) descri bes the port

conmand using the follow ng format:

"A port command woul d be:
PORT h1, h2, h3, h4, p1, p2

where hl is the high order 8 bits of the internet host

addr ess. "

This is a clear reference to an | Pv4 address. |In sections 4.2.1 and

4.2.2, on reply codes, the code:

"227 Entering Passive Mde (hl, h2, h3, h4, pl, p2)"

al so needs to be reworked for |Pv6 addressing. Also, Section 5.3.2

(FTP COWAND ARGUMENTS) cont ai ns:

"<host - nunber > :: = <nunber >, <nunber >, <nunber >, <nunber >
<port - nunber> ::= <nunber >, <nunber >
<nunber> ::= any decinmal integer 1 through 255"

This needs to be solved to transition to | Pv6.
3.17. RFC 1350: Trivial File Transfer Protocol

There are no | Pv4 dependencies in this specification.
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3.18. RFC 1870: SMIP Service Extension for Message Size
Decl arati on

There are no | Pv4 dependencies in this specification.

3.19. RFC 1939: Post Ofice Protocol - Version 3
There are no | Pv4 dependencies in this specification.

3.20. RFC 2920: SMIP Service Extension for Conmand Pi pelining
There are no | Pv4 dependencies in this specification.

4. Draft Standards
Draft Standards is the nonenclature given to specifications that are
on the penultinate maturity level of the | ETF standards track
process. They are considered to be final specifications, which may
only experience changes to solve specific problens found. A
specification is only considered to be a Draft Standard if there are
at | east two known i ndependent and i nteroperable inplenentations.
Hence, Draft Standards are usually quite mature and wi dely used.

4.1. RFC 954: N CNAME/ WHO S
There are no | Pv4 dependencies in this specification.

4.2. RFC 1184: Telnet Linenode Option
There are no | Pv4 dependencies in this specification.

4.3. RFC 1288: The Finger User |nformation Protocol

There are no | Pv4 dependencies in this specification.

4.4. RFC 1305: Network Tinme Protocol (Version 3) Specification,
I mpl enrent ati on

Section 3.2.1 (Conmon Variabl es) provides the follow ng variable
definitions:

"Peer Address (peer.peeraddr, pkt.peeraddr), Peer Port

(peer. peerport, pkt.peerport): These are the 32-bit Internet
address and 16-bit port nunmber of the peer.
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Host Address (peer.hostaddr, pkt.hostaddr), Host Port

(peer. hostport, pkt.hostport): These are the 32-bit Internet
address and 16-bit port number of the host. They are included
anong the state variables to support nulti-homng."

Section 3.4.3 (Receive Procedure) defines the follow ng procedure:

"The source and destination Internet addresses and ports in the IP
and UDP headers are matched to the correct peer. |If there is no
mat ch a new instantiation of the protocol nmachine is created and

t he associ ation nobilized."

Section 3.6 (Access Control |ssues) proposes a sinple authentication
schene in the foll owi ng way:

"If a nore conprehensive trust nodel is required, the design can
be based on an access-control list with each entry consisting of a
32-bit Internet address, 32-bit mask and three-bit node. |If the

| ogi cal AND of the source address (pkt.peeraddr) and the mask in
an entry matches the correspondi ng address in the entry and the
node (pkt.nobde) matches the node in the entry, the access is

al | oned; otherwise an |CVP error nessage is returned to the
requestor. Through appropriate choice of mask, it is possible to
restrict requests by node to individual addresses, a particular
subnet or net addresses, or have no restriction at all. The
access-control list would then serve as a filter controlling which
peers could create associations."

Appendi x B Section 3 (B.3 Conmands) defines the follow ng conmand:

"Set Trap Address/Port (6): The command associ ation identifier,
status and data fields are ignored. The address and port nunber
for subsequent trap nessages are taken fromthe source address and
port of the control nessage itself. The initial trap counter for
trap response nessages is taken fromthe sequence field of the
command. The response association identifier, status and data
fields are not significant. |nplenentations should include sanity
ti meouts which prevent trap transmissions if the nonitoring
program does not renew this information after a lengthy interval."

The address clearly assunes the I Pv4 version. Also, there are

nuner ous places in sanple code and in algorithns that use the above
mentioned variables. It seens that there is no reason to nodify the
actual protocol. A small nunber of textual changes and an update to
i npl enent ati ons, so they can understand both | Pv4 and | Pv6 addresses,
will suffice to have a NTP version that works on both network | ayer
pr ot ocol s.
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4.5. RFC 1575: An Echo Function for CLNP (I SO 8473)
There are no | Pv4 dependencies in this specification.

4.6. RFC 1652: SMIP Service Extension for 8bit-M ME Transport
There are no | Pv4 dependencies in this specification.

4.7. RFC 1832: eXternal Data Representation Standard
There are no | Pv4 dependencies in this specification.

4.8. RFC 2045: Multipurpose Internet Mail Extensions (M M),
Part One: Fornmat of Internet Message Bodies

There are no | Pv4 dependencies in this specification.
4.9. RFC 2046: M Mg, Part Two: Media Types
There are no | Pv4 dependencies in this specification.

4.10. RFC 2047: M Mg, Part Three: Message Header Extensions
for Non-ASCI| Text

There are no | Pv4 dependencies in this specification.

4.11. RFC 2049: M ME Part Five: Conformance Criteria and
Exanpl es

There are no | Pv4 dependencies in this specification.
4.12. RFC 2279: UTF-8, a transformation format of |1SO 10646

There are no | Pv4 dependencies in this specification.
4.13. RFC 2347: TFTP Option Extension

There are no | Pv4 dependencies in this specification.
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4.14. RFC 2348: TFTP Bl ocksi ze Option
Section "Bl ocksi ze Option Specification" gives the follow ng exanpl e:

"For exanpl e:

S S S T S T +-- -+

| 1 | foobar | O | octet | O | blksize|] O] 1428 | 0 |

S S S T S T +-- -+
is a Read Request, for the file nanmed "foobar", in octet (binary)

transfer node, with a block size of 1428 octets (Ethernet MIU
| ess the TFTP, UDP and | P header |engths)."

Clearly, the given bl ocksize exanple would not work with I Pv6 header
sizes, but it has no practical inplications, since |larger blocksizes
are al so avail abl e.

4.15. RFC 2349: TFTP Tineout Interval and Transfer Size Options
There are no | Pv4 dependencies in this specification.

4.16. RFC 2355: TN3270 Enhancenents

There are no | Pv4 dependencies in this specification.

4.17. RFC 2396: Uniform Resource ldentifiers (URI): Ceneric
Synt ax

Section 3.2.2. (Server-based Nam ng Authority) states:

"The host is a domain nane of a network host, or its |Pv4 address

as a set of four decimal digit groups separated by ".". Litera
| Pv6 addresses are not supported.

Note: A suitable representation for including a literal |Pv6
address as the host part of a URL is desired, but has not yet been
determ ned or inplenented in practice.”
4.18. RFC 2616: Hypertext Transfer Protocol HITP/ 1.1

Section 3.2.2 (http URL) states:
"The "http" schene is used to locate network resources via the
HTTP protocol. This section defines the schenme-specific syntax
and semantics for http URLs.

http_URL = "http:" "//" host [ ":" port ] [ abs_path [ "?" query ]]
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If the port is enpty or not given, port 80 is assunmed. The
semantics are that the identified resource is |ocated at the
server listening for TCP connections on that port of that host,
and the Request-URI for the resource is abs_path (section 5.1.2).
The use of | P addresses in URLs SHOULD be avoi ded whenever
possible (see RFC 1900 [24])."

The text is version neutral, but it is unclear whether individua
i npl erentations will support IPv6 addresses. |In fact, the use of the
":"separator in | Pv6 addresses will cause m sinterpretati on when
parsing URI's. There are other discussions regarding a server
recogni zing its own |IP addresses, spoofing DNS/|P address
conbi nations, as well as issues regarding nultiple HITP servers
running on a single IP interface. Again, the text is version
neutral, but clearly, such statements represent inplenmentation
i ssues.

4.19. RFC 3191: Mnimal GSTN address format in Internet Mai
There are no | Pv4 dependencies in this specification.

4.20. RFC 3192: M nimal FAX address format in Internet Mail
There are no | Pv4 dependencies in this specification.

4.21. RFC 3282: Content Language Headers
There are no | Pv4 dependencies in this specification.

4.22. RFC 3461: Sinple Miil Transfer Protocol (SMIP) Service
Ext ension for Delivery Status Notifications

There are no | Pv4 dependencies in this specification.

4.23. RFC 3462: The Miltipart/Report Content Type for the
Reporting of Mail System Admi nistrative Messages

There are no | Pv4 dependencies in this specification.
4.24. RFC 3463: Enhanced Mail System Status Codes
There are no | Pv4 dependencies in this specification.

4.25. RFC 3464: An Extensible Message Format for Delivery Status
Notifi cations

There are no | Pv4 dependencies in this specification.

Sofia & Nesser |1 I nf or mat i onal [ Page 9]



RFC 3895 | Pv4 Addresses in the I ETF Application Area June 2004

5. Proposed Standards
Proposed Standards represent initial |evel docunents in the |IETF
standards track process. They are stable in terns of design, but do
not require the existence of inplenentations. |In several cases,
these specifications are sinply proposed as solid technical ideas, to
be anal ysed by the Internet community, but are never inplenmented or
advanced in the | ETF standards process.

5.1. RFC 698: Tel net extended ASCI| option
There are no | Pv4 dependencies in this specification.

5.2. RFC 726: Renpte Controlled Transm ssion and Echoi ng Tel net
option

There are no | Pv4 dependencies in this specification.
5.3. RFC 727: Telnet |ogout option

There are no | Pv4 dependencies in this specification.
5.4. RFC 735: Revised Telnet byte nacro option

There are no | Pv4 dependencies in this specification.
5.5. RFC 736: Tel net SUPDUP option

There are no | Pv4 dependencies in this specification.
5.6. RFC 749: Tel net SUPDUP- Qut put option

There are no | Pv4 dependencies in this specification.
5.7. RFC 779: Telnet send-location option

There are no | Pv4 dependencies in this specification.
5.8. RFC 885: Telnet end of record option

There are no | Pv4 dependencies in this specification.
5.9. RFC 927: TACACS user identification Tel net option

There are no | Pv4 dependencies in this specification.
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5.10. RFC 933: CQutput marking Tel net option
There are no | Pv4 dependencies in this specification.
5.11. RFC 946: Telnet term nal |ocation nunber option
Section "TTYLOC Number" states:
"The TTYLOC nunber is a 64-bit nunber conposed of two (2) 32-bit
nunbers: The 32-bit official ARPA Internet host address (may be
any one of the addresses for multi-honed hosts) and a 32-bit
nunber representing the termnal on the specified host. The host
address of [0.0.0.0] is defined to be "unknown", the term na
nunber of FFFFFFFF (hex, r or-1 in decimal) is defined to be
"“unknown" and the term nal nunber of FFFFFFFE (hex, or -2 in
decimal) is defined to be "detached" for processes that are not
attached to a termnal."
The clear reference to 32-bit nunbers, and to the use of litera
addresses in the form[0.0.0.0] is clearly an |Pv4-dependency. Thus,
the text above needs to be re-witten.
5.12. RFC 977: Network News Transfer Protoco
There are no | Pv4 dependencies in this specification.
5.13. RFC 1041: Telnet 3270 reginme option
There are no | Pv4 dependencies in this specification.

5.14. RFC 1043: Telnet Data Entry Terminal option: DODIIS
i npl enent ati on

There are no | Pv4 dependencies in this specification.
5.15. RFC 1053: Telnet X. 3 PAD option

There are no | Pv4 dependencies in this specification.
5.16. RFC 1073: Tel net wi ndow size option

There are no | Pv4 dependencies in this specification.
5.17. RFC 1079: Tel net terninal speed option

There are no | Pv4 dependencies in this specification.
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5.18. RFC 1091: Telnet termnal-type option

There are no | Pv4 dependencies in this specification.
5.19. RFC 1096: Tel net X display location option

There are no | Pv4 dependencies in this specification.
5.20. RFC 1274: The COSINE and Internet X 500 Schema

There are no | Pv4 dependencies in this specification.

5.21. RFC 1276: Replication and Distributed Operations extensions
to provide an Internet Directory using X 500

There are no | Pv4 dependencies in this specification.

5.22. RFC 1314: A File Format for the Exchange of Inages in the
| nt er net

There are no | Pv4 dependencies in this specification.
5.23. RFC 1328: X 400 1988 to 1984 downgradi ng
There are no | Pv4 dependencies in this specification.
5.24. RFC 1372: Tel net Renpte Flow Control Option
There are no | Pv4 dependencies in this specification.
5.25. RFC 1415: FTP-FTAM Gateway Specification
Since this docunent defines a gateway for interaction between FTAM
and FTP, the only possible |IPv4 dependencies are associated with FTP,

whi ch has al ready been investigated above, in section 3.16.

5.26. RFC 1494: Equival ences between 1988 X 400 and RFC- 822
Message Bodi es

There are no | Pv4 dependencies in this specification.

5.27. RFC 1496: Rul es for downgradi ng nessages from X.400/88 to
X. 400/ 84 when M ME content-types are present in the nessages

There are no | Pv4 dependencies in this specification.
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5.28. RFC 1502:

There are no

5.29. RFC 1572:

There are no

5.30. RFC 1648:

There are no

5.31. RFC 1738:

Section 3.1.

"host

X. 400 Use of Extended Character Sets

| Pv4 dependencies in this specification.

Tel net Environment Option

| Pv4 dependencies in this specification.
Post mast er Convention for X 400 Operations
| Pv4 dependencies in this specification.

Uni f orm Resource Locators

(Comon Internet Schene Syntax) states:

The fully qualified domain name of a network host, or its IP

address as a set of four decimal digit groups separated by

Fully qualified domai n nanes take the form as described in

Section 3.5 of RFC 1034 [13] and Section 2.1 of RFC 1123 [4]:

a

sequence of donmin |abels separated by ".", each domain | abel
starting and ending with an al phanunerical character and

possi bly also containing "-" characters. The rightnost domain

| abel

will never start with a digit, though, which

syntactically distinguishes all domain nanes fromthe IP
addr esses. "

Clearly, this is only valid when using | Pv4 addresses. Later in
Section 5. (BNF for specific URL schenes), there is the follow ng

text:

"; URL scheneparts for ip based protocols:

i p- schenepart

| ogi n
host port
host

“/1" login [ "/" urlpath ]

[ user [ ":" password ] "@ ] hostport
host [ ":" port ]
host nane | host nunber”

Again, this also has inplications in ternms of |P-version neutrality.

5.32. RFC 1740: M ME Encapsul ati on of Mcintosh Files -

MacM ME

There are no

Sofia & Nesser
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5.33. RFC 1767: M ME Encapsul ati on of EDI Objects
There are no | Pv4 dependencies in this specification.
5.34. RFC 1808: Rel ative Uniform Resource Locators
There are no | Pv4 dependencies in this specification.
5.35. RFC 1835: Architecture of the WHO St++ service
There are no | Pv4 dependencies in this specification.
5.36. RFC 1913: Architecture of the WHO S++ I ndex Service
Section 6.5. (Query referral) makes the follow ng statenent:
"When referrals are included in the body of a response to a query,

each referral is listed in a separate SERVER- TO- ASK bl ock as shown
bel ow.

# SERVER- TO- ASK
Ver si on-nunber: // version nunber of index software, used to insure
/1 conpatibility
Body-of - Query: // the original query goes here
Server-Handle: // WHO S++ handl e of the referred server
Host-Nane: // DNS nane or | P address of the referred server
Port-Nunber: // Port nunber to which to connect, if different fromthe
/1 VWHO S++ port nunber"”

The syntax used does not present specific | Pv4d dependencies, but

i npl ement ati ons shoul d be nodified to check, in incomng packets,

which I P version was used by the original request, so they can

determ ne whether or not to return an | Pv6 address.

5.37. RFC 1914: How to Interact with a Woi s++ Mesh

Section 4 (Caching) states the foll ow ng:
"A client can cache all infornmation it gets froma server for sone
time. For exanple records, |P-addresses of Woi s++ servers, the
Directory of Services server etc.

A client can itself choose for howlong it should cache the
i nformati on.

The | P-address of the Directory of Services server mght not
change for a day or two, and neither mght any other information."
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Al so, subsection 4.1. (Caching a Wi s++ servers hostnane) contai ns:

"An exanpl e of cached information that m ght change is the cached
host nane, | P-address and portnunber which a client gets back in a
servers-to-ask response. That information is cached in the server
since the last poll, which nmight occurred several weeks ago.
Theref ore, when such a connection fails, the client should fal
back to use the serverhandl e i nstead, which neans that it contacts
the Directory of Services server and queries for a server with
that serverhandle. By doing this, the client should al ways get
the |l ast known host nane.

An algorithmfor this mght be:

response : = servers-to-ask response fromserver A
| P-address := find i p-address for response. hostnane i n DNS
connect to ip-address at port response. portnunber
if connection fails {
connect to Directory of Services server
query for host with serverhandl e response. serverhandl e
response : = response fromDirectory of Services server
| P-address := find i p-address for response. hostnane in DNS
connect to ip-address at port response. portnumnber
if connection fails {
exit with error nessage
}

Query this new server"

The paragraph does not contain | Pv4 specific syntax. Hence, |Pv6
conpliance will be inplenentation dependent.

5.38. RFC 1985: SMIP Service Extension for Renbte Message
Queue Starting

There are no | Pv4 dependencies in this specification.

5.39. RFC 2017: Definition of the URL M ME Ext ernal - Body
Access- Type

There are no | Pv4 dependencies in this specification.

5.40. RFC 2034: SMIP Service Extension for Returning Enhanced
Error Codes

There are no | Pv4 dependencies in this specification.
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41. RFC 2056

There are no

.42. RFC 2077

Mul ti pur

There are no

.43. RFC 2079

Pv4 Addresses in the | ETF Application Area June 2004

: Uni form Resource Locators for Z39.50
| Pv4 dependencies in this specification.

: The Model Primary Content Type for
pose I nternet Ml Extensions

| Pv4 dependencies in this specification.

. Definition of an X. 500 Attribute Type and an

hject Cass to Hold Uniform Resource ldentifiers (URIS)

There are no

.44. RFC 2086:

There are no

.45. RFC 2087:

There are no

.46. RFC 2088:

There are no

.47. RFC 2122:

| Pv4 dependencies in this specification.
| MAP4 ACL extension

| Pv4 dependencies in this specification.
| MAP4 QUOTA extensi on

| Pv4 dependencies in this specification.
| MAP4 non-synchronizing literals

| Pv4 dependencies in this specification.

VEMM URL Specification

Section 3 (Description of the VEMM schene) states:

"The VEMM URL schene is used to designate nmultinedia interactive
services conformng to the VEMM standard (I TU T T.107 and ETS 300

709) .

A VEMM URL takes the form

venmm
<attr

as specif

./ / <host >: <port >/ <vermmi servi ce>;
i but e>=<val ue>

ied in Section 3.1. of RFC 1738. If :<port>is omtted,

the port defaults to 575 (client software may choose to ignore the

opti onal

port nunber in order to increase security). The

<vemn service> part is optional and nmay be omtted."

| Pv4 dependencies may relate to the possibility of the <host> portion
containing an | Pv4 address, as defined in RFC 1738 (see section 5.31

above). Once the problemis solved in the context of RFC 1738, this

issue will be automatically sol ved.

Sofia & Nesser
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5.48. RFC 2141: URN Synt ax
There are no | Pv4 dependencies in this specification.

5.49. RFC 2142: Mail box Nanmes for Common Services, Roles and
Functi ons

There are no | Pv4 dependencies in this specification.

5.50. RFC 2156: M XER (M e Internet X 400 Enhanced Rel ay):
Mappi ng between X. 400 and RFC 822/ M ME

There are no | Pv4 dependencies in this specification.

5.51. RFC 2157: Mappi ng between X 400 and RFC- 822/ M ME
Message Bodi es

There are no | Pv4 dependencies in this specification.
5.52. RFC 2158: X. 400 I mge Body Parts

There are no | Pv4 dependencies in this specification.
5.53. RFC 2159: A M ME Body Part for FAX

There are no | Pv4 dependencies in this specification.
5.54. RFC 2160: Carrying PostScript in X 400 and M ME

There are no | Pv4 dependencies in this specification.

5.55. RFC 2163: Using the Internet DNS to Distribute M XER
Conf ormant G obal Address Mappi ng

There are no | Pv4 dependencies in this specification.

5.56. RFC 2164: Use of an X 500/ LDAP directory to support
M XER addr ess mappi ng

There are no | Pv4 dependencies in this specification.

5.57. RFC 2165: Service Location Protocol
Section 7. (Service Type Request Message Format) and Section 9.
(Service Registration Message Format) have an 80-bit field from

addr - spec (see bel ow) which cannot support |Pv6 addresses. Al so,
Section 20.1. (Previous Responders’ Address Specification) states:
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"The previous responders’ Address Specification is specified as

<Previ ous Responders’ Address Specification> ::=
<addr - spec> |
<addr - spec>, <Previous Responders’ Address Specification>

i.e., alist separated by commas with no intervening white space.
The Address Specification is the address of the Directory Agent or
Servi ce Agent which supplied the previous response. The format
for Address Specifications in Service Location is defined in
section 20.4. The comma delinmter is required between each
<addr-spec>. The use of dotted decimal |IP address notation should
only be used in environnents which have no Dormai n Nanme Service."

Later, in Section 20.4. (Address Specification in Service Location)
there is also the follow ng reference to addr-spec:

"The address specification used in Service Location is:
<addr-spec> ::= [ <user>: <passwor d>@ <host >[ : <port >]

<host > ::= Fully qualified domain nane |
dotted decimal | P address notation

When no Dormain Nane Server is avail able, SAs and DAs nust use
dotted decimal conventions for |IP addresses. Oherwise, it is
preferable to use a fully qualified domai n name wherever possible
as renunmbering of host addresses will nake | P addresses invalid
over tinme."

The whol e Section 21. (Protocol Requirenents) defines the
requirements for each of the elements of this protocol. Several |Pv4
statenents are nmade, but the syntax used is sufficiently neutral to
apply to the use of |Pv6.

Section 22. (Configurable Paranmeters and Default Val ues) states:

"There are several configuration paraneters for Service Location
Defaul t val ues are chosen to allow protocol operation wthout the
need for selection of these configuration paraneters, but other
val ues nay be selected by the site adnministrator. The
configurable parameters will allow an inplenmentation of Service
Location to be nore useful in a variety of scenari os.
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Mul ticast vs. Broadcast
Al Service Location entities nust use nulticast by default.
The ability to use broadcast nessages nmust be confi gurabl e
for UAs and SAs. Broadcast nessages are to be used in
envi ronments where not all Service Location entities have
har dware or software which supports nulticast.

Mul ti cast Radi us
Mul ticast requests should be sent to all subnets in a site.
The default multicast radius for a site is 32. This value
nmust be configurable. The value for the site’s multicast
TTL may be obtained from DHCP using an option which is
currently unassigned."”
Once again, nothing here precludes | Pv6, Section 23.
(Non-confi gurabl e Paraneters) states:
"I P Port nunber for unicast requests to Directory Agents:
UDP and TCP Port Nunber: 427
Mul ti cast Addresses

Servi ce Location General Milticast Address: 224.0.1. 22
Directory Agent Discovery Milticast Address: 224.0.1.35

A range of 1024 contiguous nulticast addresses for use as Service
Specific Discovery Milticast Addresses will be assigned by | ANA "

Clearly, the statenents above require specifications related to the
use of IPv6 multicast addresses with equivalent functionality.

5.58. RFC 2177: | MAP4 | DLE comand
There are no | Pv4 dependencies in this specification.

5.59. RFC 2183: Communi cating Presentation Information in
I nternet Messages: The Content-Di sposition Header Field

There are no | Pv4 dependencies in this specification.
5.60. RFC 2192: | MAP URL Schene

The specification has | Pv4 dependencies, as RFC 1738, which is
integral to the docunent, is not |IPv6 aware.
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5.61. RFC 2193: | MAP4 Mil box Referrals
Section 6. (Formal Syntax) presents the follow ng statenent:

"referral _response_code = "[" "REFERRAL" 1*( SPACE <url>) "]"; See
[ RFC-1738] for <url> definition"

The above presents dependencies on RFC 1738 URL definitions, which
have al ready been nentioned in this docunent, section 5.31.

5.62. RFC 2218: A Common Scherma for the Internet \Wite Pages
Servi ce

There are no | Pv4 dependencies in this specification.
5.63. RFC 2221: |1 MAP4 Login Referrals

Section 4.1. (LOGd N and AUTHENTI CATE Referral s) provides the
foll ow ng exanpl e:

"Exanmple: C A001 LOG N M KE PASSWORD
S: A0O1 NO [ REFERRAL | MAP: // M KE@SERVER2/] Specified
user is invalid on this server. Try SERVER2."
Even though the syntax "user @ERVER2" is presented often, there are
no specifications related to the format of "SERVER2". Hence, it is
up to individual inplenmentations to determ ne acceptable values for
the hostnane. This may or not include explicit |IPv6 addresses.

5.64. RFC 2227: Sinple Hit-Metering and Usage-Limting for
HTTP

There are no | Pv4 dependencies in this specification.

5.65. RFC 2231: M ME Paraneter Val ue and Encoded Wrd
Ext ensi ons: Character Sets, Languages, and Conti nuations

There are no | Pv4 dependencies in this specification.

5.66. RFC 2234: Augnented BNF for Syntax Specifications: ABNF
There are no | Pv4 dependencies in this specification.

5.67. RFC 2244: Application Configuration Access Protoco

There are no | Pv4 dependencies in this specification.
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5.68. RFC 2247: Using Domains in LDAP/ X. 500 Di stingui shed
Nanmes

There are no | Pv4 dependencies in this specification.
5.69. RFC 2251: Lightweight Directory Access Protocol (v3)
There are no | Pv4 dependencies in this specification.

5.70. RFC 2252: Lightweight Directory Access Protocol (v3):
Attribute Syntax Definitions

There are no | Pv4 dependencies in this specification.

5.71. RFC 2253: Lightweight Directory Access Protocol (v3):
UTF-8 String Representation of Distingui shed Nanes

Section 7.1. (Disclosure) states:

"Di stingui shed Nanmes typically consist of descriptive infornmation
about the entries they nane, which can be people, organizations,
devi ces or other real-world objects. This frequently includes
sonme of the follow ng kinds of information:

- the conmon nanme of the object (i.e., a person’s full nane)
- an email or TCP/|P address
- its physical location (country, locality, city, street address)
- organi zational attributes (such as departnment nane or
affiliation)"”
This section requires the caveat "Wthout putting any linitations on
the version of the IP address.”, to avoid anbiguity in ternms of IP
version.
5.72. RFC 2254: The String Representation of LDAP Search Filters
There are no | Pv4 dependencies in this specification.
5.73. RFC 2255: The LDAP URL For nat

The specification has | Pv4 dependencies, as RFC 1738, which is
integral to the docunent, is not |IPv6 aware.

5.74. RFC 2256: A Sunmmary of the X 500(96) User Schema for use
with LDAPv3

There are no | Pv4 dependencies in this specification.
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5.75. RFC 2293: Representing Tables and Subtrees in the X 500
Directory

There are no | Pv4 dependencies in this specification.

5.76. RFC 2294: Representing the O R Address hierarchy in the
X.500 Directory Information Tree

There are no | Pv4 dependencies in this specification.

5.77. RFC 2298: An Extensible Message Format for Message
Di sposition Notifications

There are no | Pv4 dependencies in this specification.

5.78. RFC 2301: File Format for Internet Fax
There are no | Pv4 dependencies in this specification.

5.79. RFC 2305: A Sinple Mde of Facsimile Using Internet Mi
There are no | Pv4 dependencies in this specification.

5.80. RFC 2334: Server Cache Synchroni zati on Protocol
Appendi x B, part 2.0.1 (Mandatory Comon Part) states:

"Cache Key
This is a database | ookup key that uniquely identifies a piece
of data which the originator of a CSA Record wi shes to
synchronize with its peers for a given "Protocol |D Server
Goup ID" pair. This key will generally be a small opaque byte
string which SCSP will associate with a given piece of data in
a cache. Thus, for exanple, an originator mght assign a
particular 4 byte string to the binding of an I P address with
that of an ATM address. Generally speaking, the originating
server of a CSA record is responsible for generating a Cache
Key for every elenent of data that the given server originates
and which the server wi shes to synchronize with its peers in
the SG "

The statenent above is sinply neant as an exanple. Hence, any |Pv4
possi bl e dependency of this protocol is an inplenentation issue.

5.81. RFC 2342: | MAP4 Nanespace

There are no | Pv4 dependencies in this specification.
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5.82. RFC 2359: | MAP4 Ul DPLUS extension

There are no | Pv4 dependencies in this specification.
5.83. RFC 2368: The mailto URL schene

There are no | Pv4 dependencies in this specification.

5.84. RFC 2369: The Use of URLs as Meta-Syntax for Core Mai
Li st Commands and their Transport through Message Header Fiel ds

There are no | Pv4 dependencies in this specification.
5.85. RFC 2371: Transaction Internet Protocol Version 3.0

In section 7. (TIP Transaction Manager ldentification and Connection
Est abl i shnent):

"The <hostport> conponent conprises:
<host >[ : <port >]

where <host> is either a <dns nane> or an <ip address>; and <port>
is a decimal nunber specifying the port at which the transaction
manager (or proxy) is listening for requests to establish TIP
connections. |If the port nunber is omtted, the standard TIP port
number (3372) is used.

A <dns nane> is a standard nanme, acceptable to the domai n nane
service. It nust be sufficiently qualified to be useful to the
recei ver of the comand.

An <ip address> is an | P address, in the usual form four decim
nunbers separated by period characters."

This section has to be re-witten to becone |P-version neutral.
Besi des adding a reference to the use of |Pv6 addresses, the "host"
field should only be defined as a "dns nane". However, if the use of
literal I P addresses is to be included, the format specified in RFC
2372 has to be foll owed.
Later in section 8. (TIP Uniform Resource Locators):

"ATIP URL takes the form

tip://<transaction manager address>?<transaction string>
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where <transaction manager address> identifies the TIP transaction
manager (as defined in Section 7 above); and <transaction string>
specifies a transaction identifier, which may take one of two
forms (standard or non-standard):

i. "urn:" <NID> ":" <NSS>

A standard transaction identifier, confornming to the proposed
Internet Standard for Uniform Resource Nanes (URNs), as
specified by RFC2141; where <NID> is the Nanespace ldentifier,
and <NSS> i s the Nanespace Specific String. The Nanespace ID
determ nes the syntactic interpretation of the Namespace
Specific String. The Nanmespace Specific String is a sequence
of characters representing a transaction identifier (as defined
by <NID>). The rules for the contents of these fields are
specified by [6] (valid characters, encoding, etc.).

This format of <transaction string> may be used to express
gl obal transaction identifiers in ternms of standard
representations. Exanples for <NID> m ght be <iso> or <xopen>.

e.g.,
tip://123.123.123. 123/ ?urn: xopen: xi d

Not e that Nanmespace lds require registration. See [7] for
details on howto do this."

There are other references in section 8, regarding the use of litera
| P addresses. Therefore, this section also needs to be re-witten,
and special care should be taken to avoid the use of IP (either |IPv4
or 1Pv6) literal addresses. However, if such use is exenplified, the
format specified in RFC 2732 has to be respected.
5.86. RFC 2384: POP URL Schene

Section 3. (POP Schene) states:

"A POP URL is of the general form

pop: // <user >; aut h=<aut h>@host >: <port >
Where <user>, <host>, and <port> are as defined in RFC 1738, and

some or all of the elenents, except "pop://" and <host>, may be
omtted."

RFC 1738 (please refer to section 5.31) has a potential |Pv4

limtation. Hence, RFC 2384 will only be IPv6 conpliant when RFC
1738 becones properly updat ed.
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5.87. RFC 2387: The M ME Miultipart/Rel ated Content-type
There are no | Pv4 dependencies in this specification.

5.88. RFC 2388: Returning Values fromFornms: nultipart/formdata
There are no | Pv4 dependencies in this specification.

5.89. RFC 2389: Feature negotiation mechanismfor the File
Transfer Protocol

There are no | Pv4 dependencies in this specification.

5.90. RFC 2392: Content-1D and Message-1 D Uni form Resource
Locators (CI DM D- URL)

There are no | Pv4 dependencies in this specification.
5.91. RFC 2397: The "data" URL schene

There are no | Pv4 dependencies in this specification.
5.92. RFC 2421: Voice Profile for Internet Mail - version 2

There are no | Pv4 dependencies in this specification.

5.93. RFC 2422: Toll Quality Voice - 32 kbit/s ADPCM M ME
Sub-type Registration

There are no | Pv4 dependencies in this specification.

5.94. RFC 2423: VPIM Voi ce Message M ME Sub-type Registration
There are no | Pv4 dependencies in this specification.

5.95. RFC 2424: Content Duration M ME Header Definition
There are no | Pv4 dependencies in this specification.

5.96. RFC 2425: A M ME Content-Type for Directory Information
There are no | Pv4 dependencies in this specification.

5.97. RFC 2426: vCard M ME Directory Profile

There are no | Pv4 dependencies in this specification.
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5.98. RFC 2428: FTP Extensions for | Pv6 and NATs

Thi s RFC docunents an | Pv6 extensi on and hence, it is not consi dered
in the context of the current discussion.

5.99. RFC 2445: Internet Cal endaring and Schedul i ng Core Cbject
Specification (i Cal endar)

Section 4.8.4.7 (Unique ldentifier) states:
"Property Nanme: U D

Purpose: This property defines the persistent, globally unique
identifier for the cal endar comnponent.

Val ue Type: TEXT

Property Paraneters: Non-standard property paraneters can be
specified on this property.

Conf ormance: The property MJST be specified in the "VEVENT",
"VTODO', "VJOURNAL" or "VFREEBUSY" cal endar conponents.

Description: The U D itself MJST be a globally unique identifier.
The generator of the identifier MJST guarantee that the identifier
is unique. There are several algorithnms that can be used to
acconplish this. The identifier is RECOMENDED to be the
identical syntax to the [RFC 822] addr-spec. A good nethod to
assure uni queness is to put the domain name or a donmain literal IP
address of the host on which the identifier was created on the
right hand side of the "@, and on the left hand side, put a

conbi nation of the current cal endar date and tinme of day (i.e.,
formatted in as a DATE-TIME value) along with some other currently
uni que (perhaps sequential) identifier available on the system
(for exanple, a process id nunber). Using a date/tinme value on
the left hand side and a domain nane or domain literal on the

ri ght hand side makes it possible to guarantee uni queness since no
two hosts should be using the sane domai n name or | P address at
the sane time. Though other algorithms will work, it is
RECOVMENDED t hat the right hand side contain sone domain
identifier (either of the host itself or otherw se) such that the
generator of the nmessage identifier can guarantee the uni queness
of the left hand side within the scope of that domain."

Al t hough the above does not explicitly state the use of |IPv4
addresses, it addresses the explicit use of RFC 822 (obsol eted by RFC
2822). To becone |Pv6 conpliant it should follow the guidelines for
RFC 2822 (see section 5.129).
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5.100. RFC 2446: iCal endar Transport-Independent Interoperability
Protocol (iTIP) Scheduling Events, BusyTinme, To-dos and
Journal Entries
There are no | Pv4 dependencies in this specification.

5.101. RFC 2447: i Cal endar Message-Based Interoperability
Protocol (iMP)

There are no | Pv4 dependencies in this specification.
5.102. RFC 2449: POP3 Extension Mechani sm

There are no | Pv4 dependencies in this specification.
5.103. RFC 2476: Message Subni ssion

This RFC contai ns several discussions on the usage of |IP Address
aut hori zati on schenes, but it does not limt those addresses to |Pv4.

5.104. RFC 2480: Gateways and M ME Security Miltiparts
There are no | Pv4 dependencies in this specification.
5.105. RFC 2518: HITP Extensions for Distributed Authoring
There are no | Pv4 dependencies in this specification.

5.106. RFC 2530: Indicating Supported Media Features Using
Ext ensi ons to DSN and NMDN

There are no | Pv4 dependencies in this specification.
5.107. RFC 2532: Extended Facsimle Using Internet Muil
There are no | Pv4 dependencies in this specification.
5.108. RFC 2533: A Syntax for Describing Media Feature Sets
There are no | Pv4 dependencies in this specification.
5.109. RFC 2534: Media Features for Display, Print, and Fax
There are no | Pv4 dependencies in this specification.
5.110. RFC 2554: SMIP Service Extension for Authentication

There are no | Pv4 dependencies in this specification.
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5.111. RFC 2557: M ME Encapsul ati on of Aggregate Docunents,
such as HTM.

There are no | Pv4 dependencies in this specification.

5.112. RFC 2589: Lightweight Directory Access Protocol (v3):
Ext ensions for Dynami c Directory Services

There are no | Pv4 dependencies in this specification.
5.113. RFC 2595: Using TLS with | MAP, POP3 and ACAP

There are no | Pv4 dependencies in this specification.
5.114. RFC 2596: Use of Language Codes in LDAP

There are no | Pv4 dependencies in this specification.
5.115. RFC 2608: Service Location Protocol, Version 2

Section 8.1. (Service Request) contains the follow ng:

0 1 2
01234567890123456789012345672829

3
01

T S T T S e T S S T i S S S S s i s

Servi ce Location header (function = SrvRgst = 1)
I engt h of <PRList> | <PRLi st> String
| ength of <service-type> | <service-type> String

I
+-
I
+-
I
+-
| | ength of <scope-Ilist> | <scope-list> String
+-

I

+-

| length of <SLP SPI> string | <SLP SPI > String
+-

<PRList> is the Previous Responder List. This <string-Iist>
contains dotted decimal notation IP (v4) addresses, and is

T S S T T S S i w S i Sl SIS S S S &

\

T S T T T S S e T I S e S e

\

T S S T e S S T i o S e e i o NP S S

\

I T S I T i i S e S I S
I ength of predicate string | Service Request <predicate> \
I T S I T i i S e S I S

\

T S T i S S T S S Tk s S SIS S S S

iteratively nmulticast to obtain all possible results (see Section
6.3). UAs SHOULD i npl ement this discovery algorithm SAs MJST
use this to discover all available DAs in their scope, if they are

not already configured with DA addresses by sone ot her neans.
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And | ater:
"A SA silently drops all requests which include the SA's address
in the <PRList>  An SA which has nultiple network interfaces MJST
check if any of the entries in the <PRList> equal any of its
interfaces. An entry in the PRList which does not conformto an
| Pv4 dotted decimal address is ignored: The rest of the <PRList>
is processed nornmally and an error is not returned."”

To becone I Pv6 conpliant, this protocol requires a new version

5.116. RFC 2609: Service Tenpl ates and Service: Schenes

Section 2.1. (Service URL Syntax) defines:

"The ABNF for a service: URL is:

host nunber
i pv4- nunber

i pv4- nunber
1*3DIEAT 3("." 1*3DIAT)"

Thi s docunent presents nmany other references to hostnunber, which
requires an update to support |Pv6.

5.117. RFC 2640: Internationalization of the File Transfer Protocol
There are no | Pv4 dependencies in this specification.

5.118. RFC 2645: ON DEMAND MAI L RELAY (ODWR) SMIP
with Dynam c | P Addresses

There are no | Pv4 dependencies in this specification.
5.119. RFC 2646: The Text/Pl ain Format Paraneter
There are no | Pv4 dependencies in this specification.

5.120. RFC 2651: The Architecture of the Common | ndexing
Protocol (CIP)

There are no | Pv4 dependencies in this specification.

5.121. RFC 2652: M ME bject Definitions for the Common
I ndexi ng Protocol

There are no | Pv4 dependencies in this specification.
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5.122. RFC 2653: CIP Transport Protocols
There are no | Pv4 dependencies in this specification.
5.123. RFC 2732: Format for Literal |Pv6 Addresses in URL's

Thi s docunent defines an | Pv6 specific protocol and hence, it is not
di scussed in this docunent.

5.124. RFC 2738: Corrections to "A Syntax for Describing Media
Feature Sets"”

There are no | Pv4 dependencies in this specification.

5.125. RFC 2739: Calendar Attributes for vCard and LDAP
There are no | Pv4 dependencies in this specification.

5.126. RFC 2806: URLs for Tel ephone Calls
There are no | Pv4 dependencies in this specification.

5.127. RFC 2821: Sinple Mil Transfer Protocol
The specification discusses A records at |length, and the MX record
handling with the different conbinations of A and AAAA records and
| Pv4/ 1 Pv6-only nodes m ght cause several kinds of failure nodes.

5.128. RFC 2822: Internet Message Format

Section 3.4.1 (Addr-spec specification) contains:

"The domain portion identifies the point to which the mail is
delivered. 1In the dot-atomform this is interpreted as an
Internet donain name (either a host name or a mail exchanger nane)
as described in [ STD3, STD13, STD14]. |In the donmain-literal form
the domain is interpreted as the literal Internet address of the
particular host. |In both cases, how addressing is used and how

nessages are transported to a particular host is covered in the
mai | transport docunment [RFC2821]. These nechani snms are outside
of the scope of this docunent.

The | ocal -part portion is a domain dependent string. In

addresses, it is sinply interpreted on the particular host as a
nane of a particular nail box."
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Literal |IP addresses should be avoided. However, in case they are
used, there should be a reference to the fornat described in RFC
2732.

5.129. RFC 2846: GSTN Address El ement Extensions in E-nmail
Ser vi ces

There are no | Pv4 dependencies in this specification.

5.130. RFC 2849: The LDAP Data |Interchange Format (LDIF) -
Techni cal Specification

There are no | Pv4 dependencies in this specification.
5.131. RFC 2852: Deliver By SMIP Service Extension

There are no | Pv4 dependencies in this specification.
5.132. RFC 2879: Content Feature Schema for Internet Fax (V2)

There are no | Pv4 dependencies in this specification.

5.133. RFC 2891: LDAP Control Extension for Server Side Sorting
of Search Results

There are no | Pv4 dependencies in this specification.

5.134. RFC 2910: Internet Printing Protocol/1.1: Encoding and
Tr ansport

There are no | Pv4 dependencies in this specification.

5.135. RFC 2911: Internet Printing Protocol/1.1: Mdel and
Semanti cs

There are no | Pv4 dependencies in this specification.
5.136. RFC 2912: |Indicating Media Features for M M Content
There are no | Pv4 dependencies in this specification.

5.137. RFC 2913: M ME Content Types in Media Feature
Expr essi ons

There are no | Pv4 dependencies in this specification.
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5.138. RFC 2919: List-1d: A Structured Field and Nanespace for
the Identification of Mailing Lists

There are no | Pv4 dependencies in this specification.

5.139. RFC 2938: Identifying Conposite Media Features
There are no | Pv4 dependencies in this specification.

5.140. RFC 2965: HITP State Managenent Mechani sm
Thi s docunent includes several references to host |IP addresses, but
there is no explicit nmention to a particular protocol version. A
caveat simlar to "Wthout putting any limtations on the version of
the | P address."” should be added, so that there will remain no doubts
about possi bl e | Pv4 dependenci es.

5.141. RFC 2971: | MAP4 | D extension

There are no | Pv4 dependencies in this specification.

5.142. RFC 2987: Registration of Charset and Languages Medi a
Feat ures Tags

There are no | Pv4 dependencies in this specification.
5.143. RFC 3009: Registration of parityfec M M types
There are no | Pv4 dependencies in this specification.
5.144. RFC 3017: XM. DID for Roam ng Access Phone Book
Section 6.2.1. (DNS Server Address) states:
"The dnsServer Address el enent represents the | P address of the
Dormai n Nane Service (DNS) server which should be used when
connected to this POP

The address is represented in the formof a string in dotted-
deci mal notation (e.g., 192.168.101.1).

Synt ax:
<!-- Domain Nane Server |P address -->
<! ELEMENT dnsServer Addr ess (#PCDATA) >
<! ATTLI ST dnsSer ver Addr ess
val ue NOTATI ON (1 PADR) #I MPLI ED>"
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Additionally, it is stated in Section 6.2.9. (Default Gateway
Addr ess) :
"The defaul tt Gat ewayAddress el enent represents the address of the
default gateway which should be used when connected to this POP
The address is represented in the formof a string in dotted-
deci mal notation (e.g., 192.168.101.1).
Synt ax:
<l-- Default Gateway | P address (in dotted decinal notation) -->
<! ELEMENT def aul t Gat ewayAddr ess (#PCDATA) >
<I ATTLI ST def aul t Gat ewayAddr ess
val ue NOTATI ON (| PADR) #I MPLI ED>"

It should be straightforward to inplenment elenents that are |IPv6
awar e.

5.145. RFC 3023: XM. Media Types
There are no | Pv4 dependencies in this specification.
5.146. RFC 3028: Sieve: A Mail Filtering Language
There are no | Pv4 dependencies in this specification.

5.147. RFC 3030: SMIP Service Extensions for Transm ssion of
Large and Binary M ME Messages

There are no | Pv4 dependencies in this specification.

5.148. RFC 3049: TN3270E Servi ce Location and Sessi on
Bal anci ng

There are no | Pv4 dependencies in this specification.

5.149. RFC 3059: Attribute List Extension for the Service Location
Pr ot ocol

There are no | Pv4 dependencies in this specification.

5.150. RFC 3080: The Bl ocks Extensi bl e Exchange Protocol Core
( BEEP)

There are no | Pv4 dependencies in this specification.
5.151. RFC 3081: Mapping the BEEP Core onto TCP

There are no | Pv4 dependencies in this specification.
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5.152. RFC 3111: Service Location Protocol Mdifications for |Pv6

This is an | Pv6 rel ated docunent and is not discussed in this
docunent .

5.153. RFC 3302: Tag Inmage File Format (TIFF) - image/tiff M M
Sub-type Registration

There are no | Pv4 dependencies in this specification.

5.154. RFC 3404: Dynami c Del egati on Di scovery System ( DDDS)
Part Four: The Uniform Resource Identifiers (URI)
Resol uti on Application

This specification has no explicit dependency on | Pv4. However, when
referring to the URI format specified in RFC 2396 (see section 4. 3.
flags, first paragraph), a reference to RFC 2732 shoul d be al so
added.

5.155. RFC 3501: Internet Message Access Protocol - Version 4revl
There are no | Pv4 dependencies in this specification.
6. Experinmental RFCs

Experi nental RFCs belong to the category of "non-standard"
specifications. This group involves specifications considered "off-
track", e.g., specifications that haven't yet reach an adequate
standardi zation | evel, or that have been superseded by nore recent
speci fications.

Experi nental RFCs represent specifications that are currently part of
sone research effort, and that are often propriety in nature, or used
inlimted arenas. They are docunented to the Internet community in
order to allow potential interoperability or sone other potential
useful scenario. |In a few cases, they are presented as alternatives
to the mai nstream sol ution of an acknow edged probl em

6.1. RFC 887: Resource Location Protoco
Section 3.1 (Request Messages) contai ns:

" <\Who- Anywher e- Provi des?>
Thi s nessage parallels the <Wo-Provi des?> nessage with the
"third-party" variant described above. The confirning host is
required to return at least its owm |IP address (if it provides the
naned resource) as well as the I P addresses of any other hosts it
bel i eves may provide the naned resource. The confirm ng host
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though, may never return an I P address for a resource which is the
sanme as an | P address listed with the resource name in the request
nessage. In this case it nmust treat the resource as if it was
unsupported at that |IP address and omt it fromany reply list.

<Does- Anyone- Provi de?>
Thi s nmessage parallels the <Do-You-Provi de?> nessage again with
the "third-party" variant described above. As before, the
confirmng host is required to return its own |IP address as wel |
as the | P addresses of any other hosts it believes may provide the
named resource and is prohibited fromreturning the sane IP
address in the reply resource specifier as was listed in the
request resource specifier. As in the <Do-You-Provide?> case and
for the same reason, this nessage al so nay not be broadcast."

Throughout this section, there are several other references to IP
address. To avoid anbiguity, a reference to | Pv6 addressi ng shoul d
be added.

Section 4.1. (Resource Lists) presents the follow ng qualifier
format:

“In addition, resource specifiers in all <Wo-Anywhere-Provi des?>,
<Does- Anyone- Provi de?> and <They- Provi de> nessages al so contain an
addi tional qualifier following the <Protocol-ID>  This qualifier
has the format

S SIS B R S SIS B R +---f)---+
IIPLengthI | P- Addr ess- Li st I
I-|- -------- L— -------- S SIS B R +---//---!|-
wher e
<l PLengt h>

is the nunmber of |IP addresses containing in the follow ng <IP-
Address-List> (the <IP-Address-List> field thus occupies the

| ast 4*<I PLength> octets in its resource specifier). 1In
request nessages, this is the maxi num nunber of qualifying
addresses which may be included in the corresponding reply
resource specifier. Al though not particularly useful, it my
be 0 and in that case provides no space for qualifying the
resource nane with I[P addresses in the returned specifier. In
reply nessages, this is the nunber of qualifying addresses
known to provide the resource. It may not exceed the numnber
specified in the correspondi ng request specifier. This field
may not be O in a reply nmessage unless it was supplied as 0 in

Sofia & Nesser |1 I nf or mat i onal [ Page 35]



RFC 3895 | Pv4 Addresses in the I ETF Application Area June 2004

the request nmessage and the confirm ng host woul d have returned
one or nore | P addresses had any space been provided.

<| P- Addr ess- Li st >
is alist of four-octet |IP addresses used to qualify the
resource specifier with respect to those particul ar addresses.
In reply nessages, these are the I P addresses of the confirmng
host (when appropriate) and the addresses of any other hosts
known to provide that resource (subject to the list length
limtations). |In request nessages, these are the |IP addresses
of hosts for which resource information may not be returned.
In such nmessages, these addresses should normally be
initialized to sonme "harm ess” value (such as the address of
the querying host) unless it is intended to specifically
exclude the supplied addresses from consideration in any reply
nmessages. "

This section requires re-witing considering the 128-bit |ength of
| Pv6 addresses, and will clearly inpact inplenentations.

6.2. RFC 909: Loader Debugger Protocol (LDP)
There are no | Pv4 dependencies in this specification.

6.3. RFC 1143: The Q Method of |nplenenting TELNET Option
Negoti ati on

There are no | Pv4 dependencies in this specification.
6.4. RFC 1153: Digest nessage format (DWV-- MAIL)
There are no | Pv4 dependencies in this specification.

6.5. RFC 1165: Network Tinme Protocol (NTP) over the OSI Renpte
Oper ati ons Service

The only dependency this protocol presents is included in Appendix A
(ROS Header Format):

"Clockldentifier ::= CHO CE {
ref erenced ock[ 0] PrintableString,

i netaddr[1] OCTET STRI NG
psapaddr[ 2] OCTET STRI NG

}Il
6.6. RFC 1176: Interactive Mail Access Protocol: Version 2

There are no | Pv4 dependencies in this specification.
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6.7. RFC 1204: Message Posting Protocol
There are no | Pv4 dependencies in this specification.
6.8. RFC 1235: Coherent File Distribution Protocol

Section "Protocol Specification"” provides the follow ng exanple, for
the Initial Handshake:

"The ticket server replies with a "This is Your Ticket" (TIYT)
packet containing the ticket. Figure 2 shows the format of this
packet .

0 1 2 3
01234567890123456789012345678901
T S o T s T T o S T il sl S T R S i i
| 1T1 | 1|1 | 1Y1 | 1T1 |
T S o T s T T o S T il sl S T R S i i
| "ticket" |
T S o T s T T o S T il sl S T R S i i
| BLKSZ (by default 512) |
T S o T s T T o S T il sl S T R S i i
| FI LSZ |
T S o T s T T o S T il sl S T R S i i
| | P address of CFDP server (network order) |
T S o T s T T o S T il sl S T R S i i

| client UDP port# (cfdpcln) | server UDP port# (cfdpsrv)
T S o T s T T o S T il sl S T R S i i

Fig. 2: "This |Is Your Ticket" packet."

Thi s protocol assunes |Pv4 nulticast, but could be converted to | Pv6
multicast with a little effort.

6.9. RFC 1279: X 500 and Dormai ns
This protocol specifies a protocol that assunes |Pv4, but does not
actually have any lintations which would linmit its operation in an
| Pv6 environment.

6.10. RFC 1312: Message Send Protocol 2
There are no | Pv4 dependencies in this specification.

6.11. RFC 1339: Renpte Miil Checking Protocol

There are no | Pv4 dependencies in this specification.
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6.12. RFC 1440: SIFT/UFT: Sender-lInitiated/ Unsolicited File
Tr ansf er
There are no | Pv4 dependencies in this specification.
6.13. RFC 1459: Internet Relay Chat Protocol

There are only two specific | Pv4 addressing references. The first is
presented in Section 6.2. (Conmand Response):

" 203 RPL_ TRACEUNKNOWN
"???? <class> [<client |IP address in dot formp]""

The second appears in Section 8.12 (Configuration File):

"I n specifying hostnanmes, both domain nanmes and use of the ’dot’
notation (127.0.0.1) should both be accepted."

After correcting the above, |IPv6 support can be added

strai ghtforwardly.

6.14. RFC 1465: Routing Coordination for X 400 MHS Services
Wthin a Milti Protocol / Milti Network Environnent Table
Format V3 for Static Routing
There are no | Pv4 dependencies in this specification.
6.15. RFC 1505: Encodi ng Header Field for Internet Messages

There are no | Pv4 dependencies in this specification.

6.16. RFC 1528: Principles of Operation for the TPC. I NT Subdomai n:
Renote Printing -- Technical Procedures

There are no | Pv4 dependencies in this specification.

6.17. RFC 1608: Representing IP Information in the X 500
Directory

There are no | Pv4 dependencies in this specification.
6.18. RFC 1609: Charting Networks in the X 500 Directory

There are no | Pv4 dependencies in this specification.
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6.19. RFC 1639: FTP Operation Over Big Address Records

Thi s docunent defines a nethod for overconing FTP IPv4 limitations
and is therefore both IPv4 and | Pv6 aware.

6.20. RFC 1641: Using Unicode with M M=
There are no | Pv4 dependencies in this specification.
6.21. RFC 1756: Renote Wite Protocol - Version 1.0
There are no | Pv4 dependencies in this specification.

6.22. RFC 1801: MHS use of the X. 500 Directory to support MHS
Rout i ng

There are no | Pv4 dependencies in this specification.
6.23. RFC 1804: Schema Publishing in X 500 Directory
There are no | Pv4 dependencies in this specification.

6.24. RFC 1806: Conmuni cating Presentation Information in
I nternet Messages: The Content-Di sposition Header

There are no | Pv4 dependencies in this specification.

6.25. RFC 1845: SMIP Service Extension for Checkpoint/Restart
There are no | Pv4 dependencies in this specification.

6.26. RFC 1846: SMIP 521 Reply Code
There are no | Pv4 dependencies in this specification.

6.27. RFC 1873: Message/ External - Body Content-1D Access Type
There are no | Pv4 dependencies in this specification.

6.28. RFC 1874: SGWL Medi a Types

There are no | Pv4 dependencies in this specification.
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.29. RFC 1986: Experinments with a Sinple File Transfer Protocol
for Radio Links using Enhanced Trivial File Transfer Protocol

Thi s protocol
present ed bel ow,

There are no
. 31.
There are no
. 32.
There are no

. 33.

Thi s protocol
simlar functionality could be inplenmented on top of

. 34.
There are no
. 35.
There are no

. 36.
mai | and
There are no

. 37.

RFC 2066:

RFC 2075:

RFC 2090:

RFC 2120:

RFC 2161:

RFC 2162:

RFC 2169:

is | Pv4 dependent,
taken from Section 2.

as can be seen fromthe segnent
( PROTOCCL DESCRI PTI ON) :

"Tabl e 3. ETFTP Data Encapsul ation

Fomm e o e oo oo - Fomm oo oo - Fomm e oo oo oo - Fomm oo o o - Fomm e m o e +

| Et her net (14) | | ETFTP/ |

| SLI P(2) | 1 P(20) | UDP( 8) | NETBLT(24) | DATA(1448) |

| AX. 25(20) | I I I

Fomm e o e oo oo - Fomm oo oo - Fomm e oo oo oo - Fomm oo o o - Fomm e m o e +"
.30. RFC 2016: Uniform Resource Agents (URAs)

| Pv4 dependencies in this specification.
TELNET CHARSET Opti on

| Pv4 dependencies in this specification.
| P Echo Host Service

| Pv4 dependencies in this specification.
TFTP Mul ticast Option

It

is limted to IPv4 nulticast. is expected that a

| Pv6 mul ticast.
Managi ng the X. 500 Root Nam ng Cont ext

| Pv4 dependencies in this specification.
A M ME Body Part for ODA

| Pv4 dependencies in this specification.

MaXlI M 11 -
Mai |l -11 mail

Mappi ng between X. 400 / |nternet

| Pv4 dependencies in this specification.

A Trivial Convention for using HTTP in URN

Resol uti on

There are no

Sofia & Nesser
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| Pv4 dependencies in this specification.
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. 38.

. 39.

6. 40.

6. 41.

Sofia & Nesser ||

RFC 2217: Telnet Com Port Contr ol
There are no
RFC 2295:
There are no

RFC 2296:
RVSA/ 1.0

There are no

RFC 2307: An Approach for
I nformation Service

Thi s protocol
Section 3. (Attribute definitions):

"( nisScherma. 1. 19 NAME ' i pHost Nunber’

DESC ' | P address as a dotted deci nal

omtting | eading zeros’
EQUALI TY casel gnor el ASMat ch
SYNTAX ' | A5String{128}' )

| Pv4 Addresses in the I ETF Application Area

Opti on

| Pv4 dependencies in this specification.
Transparent Content Negotiation in HTTP
| Pv4 dependencies in this specification.

HTTP Renpte Variant Sel ection Al gorithm

| Pv4 dependencies in this specification.

Usi ng LDAP as a Network

eg.

( nisSchema. 1. 20 NAME ' i pNet wor KNunmber’

DESC "I P network as a dotted deci nal

omtting | eading zeros’
EQUALI TY casel gnor el ASMat ch
SYNTAX ' | A5String{128}"

eg.

SI NGLE- VALUE )

( nisSchema. 1.21 NAME ' i pNet maskNunber’

DESC ' | P netmask as a dotted deci nal

omtting | eading zeros’
EQUALI TY casel gnor el ASMat ch
SYNTAX ' | A5String{128}"

SI NGLE- VALUE )"

192. 168,

June 2004

assunmes | Pv4 addressing in its schema, as shown in

192.168.1.1,

eg. 255.255. 255. 0,

The docunent does try to provide sone | Pv6 support as in Section 5. 4.

(I'nterpreting Hosts and Networks):

"Hosts with | Pv6 addresses MJUST be witten in their "preferred" form

as defined in section 2.2.1 of [RFC1884],

the address are indicated and | eading zeros are omtted.

provi des a consi stent neans of

However ,
it is no |longer valid.

| nf or mat i onal

such that al

the defined fornmat nentioned above has been repl aced,

conmponent s of
Thi s

resol ving i pHosts by address."

hence
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6.42. RFC 2310: The Safe Response Header Field
There are no | Pv4 dependencies in this specification.

6.43. RFC 2483: URI Resolution Services Necessary for URN
Resol uti on

There are no | Pv4 dependencies in this specification.
6.44. RFC 2567: Design Coals for an Internet Printing Protoco
There are no | Pv4 dependencies in this specification.

6.45. RFC 2568: Rationale for the Structure of the Mddel and
Protocol for the Internet Printing Protocol

There are no | Pv4 dependencies in this specification.
6.46. RFC 2569: Mappi ng between LPD and | PP Protocols
There are no | Pv4 dependencies in this specification.

6.47. RFC 2649: An LDAP Control and Schema for Hol di ng
Qperati on Signatures

There are no | Pv4 dependencies in this specification.

6.48. RFC 2654: A Tagged Index Qbject for use in the Comon
| ndexi ng Protocol

There are no | Pv4 dependencies in this specification.

6.49. RFC 2655: CIP Index Object Format for SO F Qbjects
There are no | Pv4 dependencies in this specification.

6.50. RFC 2656: Registration Procedures for SO F Tenpl ate Types
There are no | Pv4 dependencies in this specification.

6.51. RFC 2657: LDAPv2 Cient vs. the Index Mesh

There are no | Pv4 dependencies in this specification.
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6.52. RFC 2756: Hyper Text Cachi ng Protocol

This specification clainms to be both IPv4 and | Pv6 aware, but in
Section 2.8. (An HTCP/ 0.0 AUTH has the follow ng structure), it makes
the foll owi ng statenent:

"SIGNATURE is a COUNTSTR [3.1] which holds the HVAC- MD5 di gest
(see [RFC 2104]), with a B value of 64, of the
follow ng el enents, each of which is digested inits
"on the wire" format, including transmtted paddi ng
if any is covered by a field s associ ated LENGTH:

| P SRC ADDR [4 octets]
| P SRC PORT [2 octets]
| P DST ADDR [4 octets]
| P DST PORT [2 octets]
HTCP MAJOR ver si on nunber [1 octet]
HTCP M NOR ver si on nunber [1 octet]
SIG Tl ME [4 octets]
SI G EXPI RE [4 octets]
HTCP DATA [ vari abl e]

KEY- NAME (the whol e COUNTSTR [ 3. 1]) [variable]”

The given SI GNATURE cal cul ati on shoul d be expanded to support |Pv6 16
byt e addresses.

6.53. RFC 2774: An HTTP Extensi on Framework

There are no | Pv4 dependencies in this specification.
6.54. RFC 2974: Session Announcenent Protocol

This protocol is both IPv4 and | Pv6 aware and needs no changes.
6.55. RFC 3018: Unified Menory Space Protocol Specification

In section 3.4 (Address Formats), there are explicit references to
| Pv4 addressi ng:

"The followi ng address format nunbers are definite for nodes,
i medi ately connected to the gl obal |Pv4 network:
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The appropriate formats of 128-bit addresses:

Cctets:
+0 +1 +2 +3
T S o T s T T o S T il sl S T R S i i
O: |01 000 0]0 0] Free |
T S o T s T T o S T il sl S T R S i i
4: | Free |
T S o T s T T o S T il sl S T R S i i
8: | Free | | P address |
T S o T s T T o S T il sl S T R S i i
12: ] | P address | Local nenory address |

T T T S i S S S S e e T A S

T S T T S e T S S T i S S S S s i s

O: |01 000 O0]0 1] Free |
T S o T s T T o S T il sl S T R S i i
4: | Free |
T S o T s T T o S T il sl S T R S i i
8: | Free | | P address |
T S o T s T T o S T il sl S T R S i i
12: | | P address | Local nenory address |

T T T S i T S S S e T T i A S

T S T T S e T S S T i S S S S s i s

0O: |01 00]00O0]1 0] Free |
T i T s s I T sl S P Y S Y S S S S
4: | Free |
T i T s s I T sl S P Y S Y S S S S
8: | | P address |
T i T s s I T sl S P Y S Y S S S S
12: | Local nenory address |

T S o T s T T o S T il sl S T R S i i
Free

It is not used by the protocol.
| P address

It sets the node address in the global |IPv4d network."

This section needs to be re-witten, so that the specification
becones | Pv6 conpliant.
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6.56. RFC 3082: Notification and Subscription for SLP

This protocol is both IPv4 and | Pv6 aware, and thus requires no
changes.

6.57. RFC 3088: OpenLDAP Root Service An experinental LDAP
referral service

Section 5. (Using the Service) states:
"The service supports LDAPv3 and LDAPv2+ [LDAPv2+] clients over
TCP/ I Pv4. Future incarnations of this service may support
TCP/ I Pv6 or other transport/internet protocols."”

7. Summary of Results

This survey contenpl ates 257 RFCs, having 34 (12.84% been identified
as having sone form of |Pv4 dependency. Results are broken down as

foll ows:
St andar ds: 1 out of 20 or 5.00%
Draft Standards: 4 out of 25 or 16.00%
Proposed Standar ds: 19 out of 155 or 12.26%
Experi nental RFCs: 10 out of 57 or 17.54%

O the 33 identified, the majority sinply require mnor actions, such
as adding a caveat to | Pv6 addressing that woul d avoid anbiguity, or
re-witing a section to avoid |IP-version dependent syntax. The
remai ni ng i nstances are docunented bel ow. The authors have attenpted
to organize the results in a format that allows easy referencing by
ot her protocol designers.

7.1. Full Standards

7.1.1. RFC 959: STD 9 File Transfer Protocol
Probl ens have already been fixed in [5].

7.2. Draft Standards

7.2.1. RFC 1305: Network Time Protocol (version 3): Specification,
| mpl erentati on and Anal ysi s

As docunented in Section 4.4. above, there are too many specific
references to the use of 32-bit |Pv4 addresses. An updated
specification to support NTP over |IPv6 is needed. However, there has
been sonme work related with this issue, as an already expired
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work in progress, allegedly docunents. Also, there is at |east one
| Pv6 NTP i npl enment ati on.

7.2.2. RFC 2396: URI Syntax
URI's allow the literal use of |Pv4 addresses but have no specific
reconmendati ons on how to represent literal |Pv6 addresses. This
probl em has al ready been addressed in [3].

7.2.3. RFC 2616: Hypertext Transfer Protocol HITP/ 1.1
HTTP allows the literal use of |Pv4 addresses, but has no specific
reconmendati ons on how to represent literal |Pv6 addresses. This
probl em has al ready been addressed in [3].

7.3. Proposed Standards

7.3.1. RFC 946: Tel net Terninal LOC
There is a dependency in the definition of the TTYLOC Nunber which
woul d require an updated version of the protocol. However, since
this functionality is of marginal value today, an updated version
m ght not nake sense.

7.3.2. RFC 1738: URLs
URL's with I Pv4 dependenci es have al ready been addressed in [3].
Not e that these dependencies affect other specifications as well,
such as RFC 2122, RFC 2192, RFC 2193, RFC 2255, RFC 2371, and RFC
2384. Al of these protocols have to revisited, and are not
descri bed separately in this meno.

7.3.3. RFC 2165: Service Location Protocol

The problens of this specification have already been addressed in

[4].
7.3.4. RFC 2384: POP3 URL Schene

POP URL | Pv4 dependenci es have al ready been addressed in [3].
7.3.5. RFC 2608: Service Location Protocol v2

The problens of this specification have already been addressed in

[4].
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7.3.6. RFC 2821: Sinple Ml Transfer Protocol
Sone textual updates and clarifications to MX processing would |ikely
be useful. The operational scenarios and guidelines to avoid the
probl ens have been described in [6].

7.3.7. RFC 3017: XM. DTP For Roam ng Access Phone Books
Ext ensi ons shoul d be defined to support |Pv6 addresses.

7.4. Experinmental RFCs

7.4.1. RFC 1235: The Coherent File Distribution Protocol
The packet format of this protocol depends on |IPv4, and would require
updating to add | Pv6 support. However, the protocol is not believed
to be in use, so such an update may not be warranted.

7.4.2. RFC 1459: Internet Relay Chat Protocol

This specification only requires a text update to becone | Pv6
conpl i ant.

7.4.3. RFC 1986: Sinple File Transfer Using Enhanced TFTP

This specification only requires a text update to becone | Pv6
conpl i ant.

7.4.4. RFC 2090: TFTP Multicast Option

This protocol relies on IPv4 IGW Milticast. To becone |Pv6
conpliant, a new version should be produced.

7.4.5. RFC 2307: Using LDAP as a NI'S
This docunent tries to provide |IPv6 support but it relies on an
outdated format for |IPv6 addresses. Thus, there is the need for an
| Pv6 conpliant version.
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9. Security Considerations

Thi s docunent provides an exhaustive docunentation of current |ETF
docunent ed standards | Pv4 address dependencies. Such process does
not have security inplications in itself.
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12. Full Copyright Statenent

Copyright (C) The Internet Society (2004). This docunent is subject
to the rights, licenses and restrictions contained in BCP 78, and
except as set forth therein, the authors retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR I'S SPONSORED BY (IF ANY), THE I NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED,

| NCLUDI NG BUT NOT LIMTED TO ANY WARRANTY THAT THE USE COF THE

| NFORVATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. |Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use of
such proprietary rights by inplenmenters or users of this

speci fication can be obtained fromthe I ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that nmay cover technol ogy that nay be required to inplenment
this standard. Please address the information to the IETF at ietf-
ipr@etf.org.
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