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O ficial Protocol Standards" (STD 1) for the standardization state
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Copyright Notice
Copyright (C The Internet Society (2005).
Abstract
This M B nodul e defines textual conventions to represent comonly
used Internet network |ayer addressing information. The intent is

that these textual conventions will be inported and used in MB
nodul es that woul d ot herwi se define their own representations.
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1. Introduction

Several standards-track M B nodul es use the | pAddress SMv2 base
type. This linmits the applicability of these MB nodules to IP
Version 4 (I Pv4), as the | pAddress SMv2 base type can only contain
4-byte | Pv4 addresses. The |pAddress SMv2 base type has becone
problematic with the introduction of IP Version 6 (1Pv6) addresses
[ RFC3513] .

Thi s docunent defines nultiple textual conventions (TCs) as a neans
to express generic Internet network | ayer addresses within MB nodul e
specifications. The solution is conpatible with SMv2 (STD 58) and
SMv1l (STD 16). New M B definitions that have to express network

| ayer Internet addresses SHOULD use the textual conventions defined
in this nenb. New M B nodul es SHOULD NOT use the SMv2 | pAddress
base type anynore.

A generic Internet address consists of two objects: one whose syntax
i s I net AddressType, and anot her whose syntax is |InetAddress. The
val ue of the first object determnmines how the value of the second is
encoded. The InetAddress textual convention represents an opaque

I nternet address value. The |Inet AddressType enuneration is used to
"cast" the Inet Address value into a concrete textual convention for
the address type. This usage of multiple textual conventions all ows
expression of the display characteristics of each address type and
makes the set of defined Internet address types extensible.
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The textual conventions for well-known transport domains support
scoped Internet addresses. The scope of an Internet address is a

t opol ogi cal span within which the address may be used as a uni que
identifier for an interface or set of interfaces. A scope zone (or,
sinply, a zone) is a concrete connected region of topology of a given
scope. Note that a zone is a particular instance of a topol ogical
region, whereas a scope is the size of a topol ogical region

[ RFC4007] . Since Internet addresses on devices that connect nultiple
zones are not necessarily unique, an additional zone index is needed
on these devices to select an interface. The textual conventions

| net Addr essl Pv4z and | net Addressl Pv6z are provi ded to support

I nternet addresses that include a zone index. To support arbitrary
conbi nati ons of scoped Internet addresses, MB authors SHOULD use a
separate | net AddressType object for each Inet Address object.

The textual conventions defined in this docunent can al so be used to
represent generic Internet subnets and Internet address ranges. A
generic Internet subnet is represented by three objects: one whose
syntax is |Inet AddressType, a second one whose syntax is |netAddress,
and a third one whose syntax is |InetAddressPrefixLength. The

| net Addr essType val ue again determines the concrete format of the

| net Addr ess val ue, whereas the | net AddressPrefixLength identifies the
I nternet network address prefix.

A generic range of consecutive Internet addresses is represented by
three objects. The first one has the syntax |net AddressType, and the
remai ni ng obj ects have the syntax | net Address and specify the start
and end of the address range. Again, the |Inet AddressType val ue
determ nes the format of the |Inet Address val ues.

The textual conventions defined in this docunment can be used to
define Internet addresses by using DNS domain nanes in addition to
| Pv4 and | Pv6 addresses. A M B designer can wite conpliance
statenents to express that only a subset of the possible address
types nmust be supported by a conpliant inplenmentation.

M B devel opers who need to represent Internet addresses SHOULD use

t hese definitions whenever applicable, as opposed to defining their
own constructs. Even MB nodules that only need to represent |Pv4 or
| Pv6 addresses SHOULD use the I net AddressType/ |l net Address textua
conventions defined in this nmeno.

There are many wi dely depl oyed M B nodul es that use |Pv4 addresses

and that have to be revised to support |IPv6. These M B nodul es can
be categorized as foll ows:
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1. MB nodul es that define managenent information that is, in
principle, IP version neutral, but the MB currently uses
addressing constructs specific to a certain IP version.

2. MB nodul es that define managenent information that is specific
to a particular IP version (either 1Pv4 or IPv6) and that is very
unlikely to ever be applicable to another |P version.

M B nodul es of the first type SHOULD provi de object definitions
(e.g., tables) that work with all versions of IP. In particular
when revising a M B nodul e that contains | Pv4 specific tables, it is
suggested to define new tables using the textual conventions defined
in this neno that support all versions of IP. The status of the new
tabl es SHOULD be "current", whereas the status of the old IP version
specific tables SHOULD be changed to "deprecated". The other
approach, of having nultiple sinilar tables for different IP
versions, is strongly discouraged.

M B nodul es of the second type, which are inherently IP version
specific, do not need to be redefined. Note that even in this case,
any additions to these MB nodules or to new I P version specific MB
nmodul es SHOULD use the textual conventions defined in this neno.

M B devel opers SHOULD NOT use the textual conventions defined in this
docunment to represent generic transport |ayer addresses. A special
set of textual conventions for this purpose is defined in RFC 3419

[ RFC3419] .

The key words "MJST", "MJST NOT", "SHOULD', "SHOULD NOT", and "NAY",
in this docunent are to be interpreted as described in RFC 2119
[ RFC2119] .

2. The Internet-Standard Managenent Framewor k

For a detailed overview of the docunents that describe the current
I nt er net - St andard Managenent Franmework, please refer to section 7 of
RFC 3410 [ RFC3410] .

Managed objects are accessed via a virtual information store, ternmed
t he Managenent Information Base or MB. MB objects are generally
accessed through the Sinple Network Managenent Protocol (SNWP).
bjects in the MB are defined using the nechani sms defined in the
Structure of Managenent Information (SM). This nenp specifies a MB
nmodul e that is conpliant to the SMv2, which is described in STD 58,
RFC 2578 [ RFC2578], STD 58, RFC 2579 [RFC2579] and STD 58, RFC 2580

[ RFC2580] .
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3. Definitions

| NET- ADDRESS-M B DEFINITIONS ::= BEG N

| MPORTS
MODULE- | DENTI TY, m b-2, Unsigned32 FROM SNWPv2- SM
TEXTUAL- CONVENTI ON FROM SNWPv2- TC;

i net AddressM B MODULE- | DENTI TY
LAST- UPDATED "200502040000Z"
ORGANI ZATI ON
"I ETF Operati ons and Managenent Area"
CONTACT- | NFO
"Juer gen Schoenwael der (Editor)
International University Brenen
P. O Box 750 561
28725 Brenen, Cernmany

Phone: +49 421 200- 3587
EMai | : j.schoenwael der @ u- brenen. de

Send comments to <ietfm bs@ps.ietf.org>."
DESCRI PTI ON
"This M B nodul e defines textual conventions for
representing Internet addresses. An I|nternet
address can be an | Pv4 address, an | Pv6 address,
or a DNS domain nane. This npdul e al so defines
textual conventions for Internet port nunbers,
aut ononous system nunbers, and the |length of an
I nternet address prefix.

Copyright (C) The Internet Society (2005). This version
of this MB nodule is part of RFC 4001, see the RFC

itself for full legal notices."
REVI SI ON "2005020400002"
DESCRI PTI ON

"Third version, published as RFC 4001. This revision
i ntroduces the | netZonel ndex, | netScopeType, and
| net Versi on textual conventions."
REVI SI ON "200205090000Z"
DESCRI PTI ON
"Second version, published as RFC 3291. This
revi sion contains several clarifications and
i ntroduces several new textual conventions:
| net Addr essPrefi xLength, | netPortNunber,
| net Aut ononousSyst emNunber, | net Addr essl Pv4z,
and | net Addr essl Pv6z. "
REVI SI ON "200006080000Z"
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DESCRI PTI ON
“Initial version, published as RFC 2851."
o= { mb-2 76 }
| net Addr essType :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"A value that represents a type of Internet address.

unknown(0) An unknown address type. This value MJST
be used if the value of the corresponding
| net Address object is a zero-length string.
It may al so be used to indicate an | P address
that is not in one of the formats defi ned
bel ow.

i pv4(1) An | Pv4 address as defined by the
| net Addr essl Pv4 textual convention

i pv6(2) An | Pv6 address as defined by the
| net Addr essl| Pv6 textual convention

i pvdz(3) A non-gl obal 1Pv4 address including a zone
i ndex as defined by the | net Addressl Pv4z
textual conventi on.

i pv6z(4) A non-gl obal 1Pv6 address including a zone
i ndex as defined by the | net Addressl Pv6z
textual conventi on.

dns(16) A DNS domai n nane as defined by the
| net Addr essDNS t ext ual conventi on

Each definition of a concrete |netAddressType val ue nust be
acconpani ed by a definition of a textual convention for use
with that | net AddressType.

To support future extensions, the |Inet AddressType textua
convention SHOULD NOT be sub-typed in object type definitions.
It MAY be sub-typed in conpliance statenents in order to
require only a subset of these address types for a conpliant

i npl emrent ati on.

| mpl enent ati ons nmust ensure that | net AddressType objects
and any dependent objects (e.g., InetAddress objects) are
consistent. An inconsistentValue error must be generated
if an attenpt to change an I net AddressType obj ect woul d,
for exanple, lead to an undefined | net Address value. In
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particul ar, |net AddressType/l net Address pairs nust be
changed together if the address type changes (e.g., from
i pv6(2) to ipv4(l))."
SYNTAX | NTEGER {

unknown( 0),

i pva(1),

i pv6(2),

i pvdz(3),

i pv6z(4),

dns(16)

}

I net Addr ess ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"Denotes a generic |Internet address.

An | net Address value is always interpreted within the context
of an | net AddressType value. Every usage of the |netAddress
textual convention is required to specify the |Inet AddressType
obj ect that provides the context. It is suggested that the

| net Addr essType obj ect be logically registered before the

obj ect(s) that use the InetAddress textual convention, if
they appear in the sanme |ogical row

The val ue of an | net Address object nust al ways be
consistent with the value of the associated | net AddressType
object. Attenpts to set an | net Address object to a val ue

i nconsistent with the associ ated | net AddressType

must fail with an inconsistentVal ue error.

When this textual convention is used as the syntax of an

i ndex object, there may be issues with the limt of 128
sub-identifiers specified in SMv2, STD 58. 1In this case,
the object definition MUST include a ' SIZE clause to
limt the nunber of potential instance sub-identifiers;

ot herwi se the applicable constraints MJST be stated in

t he appropriate conceptual row DESCRI PTI ON cl auses, or

in the surroundi ng docunentation if there is no single
DESCRI PTI ON cl ause that is appropriate.”

SYNTAX OCTET STRING (Sl ZE (0..255))
| net Addr essl Pv4 :: = TEXTUAL- CONVENTI ON

DI SPLAY-H NT "1d. 1d. 1d. 1d"

STATUS current

DESCRI PTI ON

"Represents an | Pv4 network address:
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Cctets Contents Encodi ng
1-4 | Pv4 address net wor k- byt e order

The correspondi ng | net AddressType value is ipv4(l).

This textual convention SHOULD NOT be used directly in object
definitions, as it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with InetAddressType, as a pair."

SYNTAX OCTET STRING (Sl ZE (4))
I net Addr essl Pv6 :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT " 2x: 2x: 2Xx: 2X: 2X: 2X: 2x: 2x"
STATUS current
DESCRI PTI ON
"Represents an | Pv6 network address:
Cctets Contents Encodi ng
1-16 | Pv6 address net wor k- byt e order

The correspondi ng | net AddressType value is ipv6(2).

This textual convention SHOULD NOT be used directly in object
definitions, as it restricts addresses to a specific fornat.
However, if it is used, it MAY be used either on its own or in
conjunction with InetAddressType, as a pair."

SYNTAX OCTET STRING (Sl ZE (16))
| net Addr essl Pv4z :: = TEXTUAL- CONVENTI ON

DI SPLAY- H NT "1d. 1d. 1d. 1d%d"

STATUS current

DESCRI PTI ON

"Represents a non-gl obal |Pv4 network address, together
with its zone index:

Cctets Contents Encodi ng
1-4 | Pv4 address net wor k- byt e order
5-8 zone i ndex net wor k- byt e order

The correspondi ng | net AddressType value is ipv4z(3).

The zone index (bytes 5-8) is used to disanbiguate identica
address val ues on nodes that have interfaces attached to
different zones of the sane scope. The zone index may contain
the special value 0, which refers to the default zone for each
scope.

This textual convention SHOULD NOT be used directly in object
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definitions, as it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with InetAddressType, as a pair."

SYNTAX OCTET STRING (Sl ZE (8))

| net Addr essl Pv6z :: = TEXTUAL- CONVENTI ON
DI SPLAY- H NT "2x: 2x: 2X: 2X: 2X: 2X: 2X: 2x%d"
STATUS current
DESCRI PTI ON
"Represents a non-global |Pv6 network address, together
with its zone index:

Cctets Contents Encodi ng
1-16 | Pv6 address net wor k- byt e order
17-20 zone i ndex net wor k- byt e order

The correspondi ng | net AddressType value is ipv6z(4).

The zone index (bytes 17-20) is used to di sanbi guate

i denti cal address values on nodes that have interfaces
attached to different zones of the sanme scope. The zone index
may contain the special value O, which refers to the default
zone for each scope.

This textual convention SHOULD NOT be used directly in object
definitions, as it restricts addresses to a specific fornat.
However, if it is used, it MAY be used either on its own or in
conjunction with InetAddressType, as a pair."

SYNTAX OCTET STRING (Sl ZE (20))
| net Addr essDNS : : = TEXTUAL- CONVENTI ON

DI SPLAY- HI NT "255a"

STATUS current

DESCRI PTI ON

"Represents a DNS domai n name. The name SHOULD be fully
qual i fi ed whenever possi bl e.

The correspondi ng | net AddressType is dns(16).

The DESCRI PTI ON cl ause of | net Address objects that may have
| net Addr essDNS val ues MJST fully descri be how (and when)
these names are to be resolved to | P addresses.

The resol ution of an | net AddressDNS val ue may require to
query multiple DNS records (e.g., A for |IPv4d and AAAA for

| Pv6). The order of the resolution process and which DNS
record takes precedence depends on the configuration of the
resol ver.
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This textual convention SHOULD NOT be used directly in object
definitions, as it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with InetAddressType, as a pair."

SYNTAX OCTET STRING (Sl ZE (1..255))
| net Addr essPrefi xLength ::= TEXTUAL- CONVENTI ON
DI SPLAY-HI NT "d"
STATUS current
DESCRI PTI ON

"Denotes the length of a generic Internet network address
prefix. A value of n corresponds to an |IP address mask
that has n contiguous 1-bits fromthe nost significant
bit (MSB), with all other bits set to O.

An | net AddressPrefixLength value is always interpreted within
the context of an |InetAddressType value. Every usage of the
| net Addr essPrefi xLength textual convention is required to
speci fy the I net AddressType object that provides the

context. It is suggested that the InetAddressType object be
logically registered before the object(s) that use the

| net Addr essPrefi xLength textual convention, if they appear

in the same | ogical row.

| net Addr essPrefi xLength val ues | arger than

the maxi mum |l ength of an I P address for a specific

| net AddressType are treated as the maxi num signifi cant
val ue applicable for the Inet AddressType. The maxi num
significant value is 32 for the |Inet AddressType
"ipv4(l)’ and 'ipv4z(3)' and 128 for the |net AddressType
"ipv6(2)' and 'ipv6z(4)’'. The maxi mum significant val ue
for the I net AddressType 'dns(16)’ is O.

The value zero is object-specific and nmust be defined as
part of the description of any object that uses this
syntax. Exanples of the usage of zero m ght include
situations where the Internet network address prefix

i s unknown or does not apply.

The upper bound of the prefix | ength has been chosen to
be consistent with the maxi nrum size of an | net Address.”

SYNTAX Unsi gned32 (0..2040)
| net Port Nunmber ::= TEXTUAL- CONVENTI ON

DI SPLAY-HI NT "d"

STATUS current

DESCRI PTI ON

"Represents a 16 bit port nunber of an Internet transport
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| ayer protocol. Port nunbers are assigned by 1ANA. A
current list of all assignments is available from
<http://ww. iana. org/>.

The val ue zero is object-specific and nmust be defined as
part of the description of any object that uses this
syntax. Exanples of the usage of zero m ght include
situati ons where a port nunber is unknown, or when the
value zero is used as a wildcard in a filter."

REFERENCE “"STD 6 (RFC 768), STD 7 (RFC 793) and RFC 2960"

SYNTAX Unsi gned32 (0..65535)
I net Aut ononmousSyst emNunber :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "d"
STATUS current
DESCRI PTI ON

"Represents an aut ononous system nunber that identifies an
Aut ononmous System (AS). An AS is a set of routers under a
singl e technical administration, using an interior gateway
protocol and commopn netrics to route packets within the AS,
and using an exterior gateway protocol to route packets to
other ASes’. |ANA maintains the AS nunber space and has
del egated large parts to the regional registries.

Aut ononmous system nunbers are currently limted to 16 bits
(0..65535). There is, however, work in progress to enlarge the
aut ononous system nunber space to 32 bits. Therefore, this
textual convention uses an Unsi gned32 val ue wi thout a
range restriction in order to support a |arger autononous
syst em nunber space.”

REFERENCE "RFC 1771, RFC 1930"

SYNTAX Unsi gned32

| net ScopeType :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Represents a scope type. This textual convention can be used
in cases where a M B has to represent different scope types
and there is no context information, such as an | net Address
object, that inplicitly defines the scope type.

Note that not all possible values have been assigned yet, but
they nmay be assigned in future revisions of this specification
Applications should therefore be able to deal with val ues
not yet assigned."
REFERENCE "RFC 3513"
SYNTAX | NTEGER {
-- reserved(0),
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i nterfacelLocal (1),

I'i nkLocal (2),

subnet Local (3),

admi nLocal (4),

siteLocal (5), -- site-local unicast addresses
-- have been deprecated by RFC 3879

-- unassi gned(6),

-- unassi gned(7),

or gani zati onLocal (8),

-- unassi gned(9),

-- unassi gned( 10),

-- unassi gned(11),

-- unassi gned(12),

-- unassi gned(13),

gl obal (14)

-- reserved(15)

}
| net Zonel ndex ::= TEXTUAL- CONVENTI ON
DI SPLAY-HI NT "d"
STATUS current

DESCRI PTI ON
"A zone index identifies an instance of a zone of a
speci fic scope.

The zone index MJUST di sanbi guate identical address

val ues. For link-Iocal addresses, the zone index wll
typically be the interface index (iflndex as defined in the
IF-MB) of the interface on which the address is configured.

The zone index may contain the special value 0, which refers
to the default zone. The default zone may be used in cases
where the valid zone index is not known (e.g., when a
managenent application has to wite a link-1ocal |1Pv6
address wi thout knowi ng the interface index value). The
default zone SHOULD NOT be used as an easy way out in
cases where the zone index for a non-global |Pv6 address
is known."

REFERENCE "RFC4007"

SYNTAX Unsi gned32

I net Ver si on ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"A val ue representing a version of the IP protocol

unknown(0) An unknown or unspecified version of the IP
pr ot ocol .
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i pv4(1) The 1 Pv4 protocol as defined in RFC 791 (STD 5).
i pv6(2) The | Pv6 protocol as defined in RFC 2460.
Note that this textual convention SHOULD NOT be used to

di stinguish different address types associated with IP
protocols. The Inet AddressType has been designed for this

pur pose. "
REFERENCE " RFC 791, RFC 2460"
SYNTAX | NTEGER {
unknown( 0),
i pva( 1),
i pv6(2)
}

END
4. Usage Hints

The | net AddressType and | net Address textual conventions have been

i ntroduced to avoi d over-constraining an object definition by the use
of the IpAddress SM base type, which is IPv4 specific. An

| net Addr essType/ | net Address pair can represent | P addresses in
various formats.

The | net AddressType and | net Addr ess obj ects SHOULD NOT be sub-typed
in object definitions. Sub-typing binds the MB nodule to specific
address formats, which may cause serious problens if new address
formats need to be introduced. Note that it is possible to wite
conpliance statenents indicating that only a subset of the defined
address types nust be inplenented to be conpliant.

Every usage of the |netAddress or |netAddressPrefixLength textual
conventions nust specify which | net AddressType object provides the
context for the interpretation of the |InetAddress or

| net Addr essPrefi xLength textual conventi on.

It is suggested that the | net AddressType object is logically

regi stered before the object(s) that use(s) the InetAddress or

| net Addr essPrefi xLength textual convention. An |InetAddressType
object is logically registered before an | net Address or

| net Addr essPrefi xLength object if it appears before the |Inet Address
or | net AddressPrefixLength object in the conceptual row (which

i ncludes any index objects). This rule allows prograns such as M B
conpilers to identify the |Inet AddressType of a given | net Address or
| net Addr essPrefi xLength object by searching for the |InetAddressType
obj ect, which precedes an | net Address or |net AddressPrefixLength
obj ect .
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4.1. Table Indexing

Wien a generic Internet address is used as an index, both the

| net Addr essType and | net Address objects MJST be used. The

| net Addr essType obj ect MJST be listed before the | net Address object
in the | NDEX cl ause.

The | MPLI ED keyword MJST NOT be used for an object of type

| net Address in an I NDEX clause. Instance sub-identifiers are then of
the formT.N.OL.Q2...0On, where T is the value of the |Inet AddressType
object, OL...On are the octets in the |InetAddress object, and Nis

t he nunmber of those octets.

There is a neaningful |exicographical ordering to tables indexed in
this fashion. Comrand generator applications may | ook up specific
addresses of known type and val ue, issue Get Next requests for
addresses of a single type, or issue GetNext requests for a specific
type and address prefix.

4.2. Uni queness of Addresses

| Pv4 addresses were intended to be globally unique, current usage
notwi t hstandi ng. |Pv6 addresses were architected to have different
scopes and hence uni queness [RFC3513]. In particular, 1Pv6 "link-
| ocal " uni cast addresses are not guaranteed to be uni que on any
particul ar node. |In such cases, the duplicate addresses nust be
configured on different interfaces. So the conbination of an | Pv6
address and a zone index is unique [RFC4007].

The | net Addressl Pv6 textual convention has been defined to represent
gl obal I Pv6 addresses and non-global |1Pv6 addresses in cases where no
zone index is needed (e.g., on end hosts with a single interface).
The | net Addressl Pv6z textual convention has been defined to represent
non- gl obal | Pv6 addresses in cases where a zone index is needed
(e.g., arouter connecting nmultiple zones). Therefore, M B designers
who use | net AddressType/ |l net Address pairs do not need to define
addi ti onal objects in order to support non-gl obal addresses on nodes
that connect nultiple zones.

The | net Addressli Pv4z is intended for use in MB nodul es (such as the
TCP-M B) which report addresses in the address famly used on the
wire, but where the entity instrunmented obtains these addresses from
applications or adnministrators in a formthat includes a zone index,
such as v4-mapped | Pv6 addresses.
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The size of the zone index has been chosen so that it is consistent
with (i) the nunerical zone index, defined in [ RFC4007], and (ii) the
sin6_scope_id field of the sockaddr_in6 structure, defined in RFC
2553 [ RFC2553] .

4.3. Miltiple Addresses per Host

A single host systemmay be configured with multiple addresses (IPv4
or 1Pv6), and possibly with nultiple DNS names. Thus it is possible
for a single host systemto be accessible by nmultiple

| net Addr essType/ | net Addr ess pairs.

If this could be an inplenentation or usage issue, the DESCRI PTI ON
cl ause of the relevant objects nust fully describe which address is
reported in a given | net AddressType/ |l net Address pair.

4.4. Resolving DNS Nanes

DNS nanes MUST be resolved to | P addresses when comuni cati on with
the named host is required. This raises a tenporal aspect to
defining M B objects whose value is a DNS nane: Wen is the nane
translated to an address?

For exanpl e, consider an object defined to indicate a forwarding
destination, and whose value is a DNS nanme. Wen does the forwarding
entity resolve the DNS nane? Each tine forwardi ng occurs, or just
once when the object was instantiated?

The DESCRI PTI ON cl ause of these objects SHOULD precisely define how
and when any required nane to address resolution is done.

Simlarly, the DESCRIPTION cl ause of these objects SHOULD precisely
define how and when a reverse | ookup is being done, if an agent has
accessed instrunmentation that knows about an |IP address, and if the
M B nodul e or inplenentation requires it to map the | P address to a
DNS nane.

5. Tabl e I ndexi ng Exanpl e

Thi s exanpl e shows a table listing conmunication peers that are
identified by either an | Pv4 address, an |Pv6 address, or a DNS nane.
The table definition also prohibits entries with an enpty address
(whose type woul d be "unknown"). The size of a DNS nane is limted
to 64 characters in order to satisfy OD |length constraints.
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peer Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF PeerEntry
MAX- ACCESS not -accessi bl e
STATUS current

DESCRI PTI ON

"Alist of comunication peers."
::={ sonewhere 1}

peer Entry OBJECT- TYPE
SYNTAX PeerEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"An entry containing information about a particular peer."
| NDEX { peer AddressType, peer Address }
::={ peerTable 1}

PeerEntry ::= SEQUENCE {
peer Addr essType I net Addr essType,
peer Addr ess | net Addr ess,
peer St at us | NTEGER

}

peer Addr essType OBJECT- TYPE
SYNTAX I net Addr essType
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"The type of Internet address by which the peer
is reachable.”

::={ peerEntry 1}

peer Addr ess OBJECT- TYPE

SYNTAX | net Address (SI ZE (1..64))
MAX- ACCESS not -accessi bl e

STATUS current

DESCRI PTI ON

"The Internet address for the peer. The type of this
address is determ ned by the value of the peer AddressType
object. Note that inplenentations nust lint thenselves
to a single entry in this table per reachabl e peer.

The peer Address nmay not be enpty due to the SIZE
restriction.

If arowis created adnministratively by an SNwP

operation and the address type value is dns(16), then
the agent stores the DNS nane internally. A DNS nane
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| ookup nmust be perfornmed on the internally stored DNS
nane whenever it is being used to contact the peer

If arowis created by the managed entity itself and
the address type value is dns(16), then the agent
stores the IP address internally. A DNS reverse | ookup
nmust be perforned on the internally stored |IP address
whenever the value is retrieved via SNWP."

::={ peerEntry 2}

The followi ng conpliance statenent specifies that conpliant

i npl ement ati ons need only support |Pv4/1Pv6 addresses without zone
i ndices. Support for DNS nanes or |Pv4/|IPv6 addresses with zone

i ndices is not required.

peer Conpl i ance MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON
"The conpliance statenent of the peer MB."

MODULE -- this nodul e
MANDATORY- GROUPS { peerGoup }

OBJECT peer AddressType
SYNTAX | net AddressType { ipv4(1l), ipv6(2) }
DESCRI PTI ON
"An inplenmentation is only required to support |Pv4
and |1 Pv6 addresses wi thout zone indices."

c:= { sonmewhere 2}

Note that the SMv2 does not pernit inclusion of objects that are not
accessible in an object group (see section 3.1 in STD 58, RFC 2580

[ RFC2580]). It is therefore not possible to refine the syntax of
auxiliary objects that are not accessible. It is suggested that the
refi nement be expressed informally in the DESCRI PTI ON cl ause of the
MODULE- COVPLI ANCE nmacro invocati on.

6. Security Considerations
Thi s nodul e does not define any managenent objects. Instead, it

defines a set of textual conventions which may be used by other MB
nodul es to define managenment obj ects.
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Meani ngful security considerations can only be witten in the MB
nmodul es t hat define managenent objects. This docunent has therefore
no i npact on the security of the Internet.
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8. Changes from RFC 3291 to RFC 4001
The foll owi ng changes have been made relative to RFC 3291

0 Added a range restriction to the |InetAddressPrefixLength textua
convention

0 Added new textual conventions |netZonel ndex, |netScopeType, and
| net Ver si on.

0 Added explicit "d" DI SPLAY-H NTs for textual conventions that did
not have them

0 Updated boilerplate text and references.
9. Changes from RFC 2851 to RFC 3291
The foll owi ng changes have been made relative to RFC 2851

0 Added new textual conventions |net AddressPrefixLength,
I net Port Nunber, and | net Aut ononobusSyst enNunber .

0 Rewote the introduction to say clearly that, in general, one
shoul d define MB tables that work with all versions of IP. The
ot her approach of nultiple tables for different IP versions is
strongly di scouraged.

0 Added text to the I net AddressType and | net Address descriptions
requiring that inplenentations nust reject set operations with an
i nconsi stentValue error if they lead to inconsistencies.

0 Renoved the strict ordering constraints. Description clauses now

nmust expl ai n whi ch | net AddressType object provides the context for
an | net Address or | net AddressPrefi xLength object.
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o Aligned wordings with the I Pv6 scoping architecture docunent.

0o Split the InetAddresslPv6 textual convention into the two textual
conventions (InetAddresslPv6 and | net Addressl Pv6z) and i ntroduced
a new textual convention |InetAddresslPv4z. Added ipv4z(3) and
i pv6z(4) named nunbers to the | net AddressType enuneration
Motivations for this change: (i) to enable the introduction of a
textual conventions for non-global |Pv4 addresses, (ii) alignnment
with the textual conventions for transport addresses, (iii)
sinmpl er conpliance statenents in cases where support for |Pv6
addresses with zone indices is not required, and (iv) to sinplify
i mpl ement ati ons for host systenms that will never have to report
zone i ndi ces.
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be found in BCP 78 and BCP 79.
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assurances of licenses to be nmade available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use of
such proprietary rights by inplenmenters or users of this

speci fication can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.
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copyrights, patents or patent applications, or other proprietary
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this standard. Please address the information to the IETF at ietf-
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