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Abstract
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1. Introduction

The Common Profiles for Instant Messaging (CPIM [CPIM and Presence
(CPP) [CPP] specifications define a set of operations and paraneters
to achieve interoperability between different |Instant Messagi ng and

Presence protocols which neet RFC 2779 [RFC2779].

This meno further defines the Presence Information Data Format (Pl DF)
as a common presence data format for CPP-conpliant presence
protocols, allow ng presence information to be transferred across
CPP-conpl i ant protocol boundaries w thout nodification, with
attendant benefits for security and perfornmance.
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The format specified in this meno defines the base presence format
and extensibility required by RFC 2779. It defines a mniml set of
presence status val ues defined by the | MPP Mbdel docunent [RFC2778].
However, a presence application is able to define its own status

val ues using the extensibility framework provided by this neno.
Def i ni ng such extended status values is beyond the scope of this
neno.

Note also that this neno defines only the format for a presence data
payl oad and the extensibility framework for it. How the presence
data is transferred within a specific protocol frane would be defined
separately in a protocol specification.

1.1. Term nol ogy and Conventions

This nenp nmakes use of the vocabulary defined in the | MPP Model
docunment [RFC2778]. Terns such as CLOSED, | NSTANT MESSAGE, OPEN
PRESENCE SERVI CE, PRESENTI TY, WATCHER, and WATCHER USER AGENT in the
meno are used in the sane meani ng as defined therein.

The key words "MJST", "MJST NOT", "REQU RED', "SHOULD', "SHOULD NOT",
"RECOMVENDED', "MAY", and "OPTIONAL" in this docunent are to be
interpreted as described in BCP 14, RFC 2119 [RFC2119].

2. Design Deci sions

We have adopted the | MPP Mddel and Requirenments docunents [ RFC2778,
RFC2779] as the starting point of our discussion. The two RFCs
contain a nunber of statements about presence information, which can
be regarded as a basic set of constraints for the format design

Al so, we took the mininmalist approach to the design based on them
Starting fromthe mnimal nodel, only the features that are necessary
to solve particular problens have been incl uded.

2.1. Mninmal WMode

This specification is based on the mniml nodel extracted fromthe
| MPP Model and Requi rements docunents. The nodel consists of the
followng itenms. Each of themis acconpanied with the corresponding
RFCs and their section nunbers as its grounds, e.g.,
(RFC2778: Sec. 2.4) refers to Section 2.4 of RFC 2778.

(a) PRESENCE | NFORMATI ON consi sts of one or nore PRESENCE TUPLES,
where a PRESENCE TUPLE consists of a STATUS, an optiona
COVMMUNI CATI ON ADDRESS, and optional OTHER PRESENCE MARKUP. Note
that the CONTACT ADDRESS in a COVMUNI CATI ONS ADDRESS i s
understood in this docunent to refer only to a UR
(RFC2778: Sec. 3).

Sugano, et al. St andar ds Track [ Page 3]



RFC 3863 Presence Informati on Data For mat August 2004

(b)

(c)
(d)

(e)

(f)

STATUS has at | east the nutually-exclusive values OPEN and
CLOSED, whi ch have neaning for the acceptance of | NSTANT
MESSACES, and may have neaning for other COVMUNI CATI ON MEANS
There may be other values of STATUS that do not inply anything
about | NSTANT MESSAGE acceptance. These other val ues of STATUS
may be combined with OPEN and CLOSED or they may be nutual ly-
exclusive with those val ues (RFC2778: Sec. 3, RFC2779: Sec. 4.4. 1-
4.4.3).

STATUS may consi st of single or multiple values. (RFC2778: Sec. 2. 4)

There nmust be a neans of extending the common presence format to
represent additional information not included in the comon
format. The extension and registration nmechani snms nust be
defined for presence information schema, including new STATUS
conditions and new forns for OTHER PRESENCE MARKUP
(RFC2779: Sec. 3.1.4-3.1.5).

The comon presence format mnust include a nmeans to uni quely
identify the PRESENTI TY whose PRESENCE | NFORMATION i s reported
(RFC2779: Sec. 3. 1. 2).

The common presence fornmat nust allow the PRESENTITY to secure
presence information sent to a WATCHER  The format nust all ow
integrity, confidentiality and authentication properties to be
applied to presence informati on (RFC2779: Sec5.2.1, 5.2.4, 5. 3.1,
5.3.3).

2.2. Added Features

In addition to the mninmal nodel described above, the format
specified in this specification has the follow ng features.

(a)

(b)

Sugano,

Rel ative priorities of contact addresses are specifiable in order
to all ow the source of PRESENCE | NFORVATION to tell the receiver
(WATCHER USER AGENTS) its preference over nultiple contact
nmeans.

The presence format is able to contain the timestanp of the
creation of the PRESENCE | NFORVATION. The tinmestanp in the
presence docunment lets the receiver know the tinme of the
creation of the data even if the nessage containing it is
del ayed. It can also be used to detect a replay attack
i ndependent of the underlying signature nechanism Note that
thi s mechani sm does not assune any gl obal tinme synchronization
system for watchers and presentities (see Appendi x A of RFC2779,
8.1.4 A7), but rather assunmes that the mininumlength of tine
that m ght pass before presence information is considered stale

et al. St andar ds Track [ Page 4]



RFC 3863 Presence Informati on Data For mat August 2004

is long enough that mnor variations anmong system cl ocks wil |
not lead to m sjudgnents of the freshness of presence
i nformati on.

2.3. XM Encodi ng Deci sion

The Presence Information Data Format encodes presence information in
XM. (eXtensible Markup Language [XM.]). Regarding the features of

PRESENCE | NFORVATI ON di scussed above, such that it has a hierarchical
structure and it should be fully extensible, XM. is considered as the
nost desirable framework over other candi dates such as vCard [vCard].

3. Overview of Presence Information Data Fornmat

This section describes an overview of the presence data format
defined in this neno.

3.1. The ’"application/pidf+xn’ Content Type

This nenp defines a new content type "application/pidf+xm " for an
XML M ME entity that contains presence information. This
specification follows the recomendati ons and conventi ons descri bed
in [RFC3023], including the nam ng convention of the type (' +xm’
suffix) and the usage of the ’'charset’ paraneter

Although it is defined as optional, use of the 'charset’ parameter is
RECOMVENDED. |f the 'charset’ paraneter is not specified, conformng
XM. processors MJST foll ow the requirenments in section 4.3.3 of

[ XM] .

3.2. Presence Information Contents

Thi s subsection outlines the information in an "application/pidf+xm"
docunment. A full definition of the PIDF content is in Section 4.

0 PRESENTITY URL: specifies the "pres" URL of the PRESENTITY.
o List of PRESENCE TUPLES
- ldentifier: token to identify this tuple within the presence
i nformati on.
- STATUS: OPEN CLOSED and/or extension status val ues.
- COVMUNI CATI ON ADDRESS: COMMUNI CATI ON MEANS and CONTACT
ADDRESS of this tuple. (optional)
- Relative priority: numerical value specifying the priority
of this COVMUNI CATI ON ADDRESS. (optional)
- Tinmestanp: tinmestanp of the change of this tuple.(optional)
- Hurman readabl e conment: free text neno about this tuple
(optional)
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4.

4.

4.

o PRESENTI TY human readabl e conment: free text nmeno about the
PRESENTI TY (optional).

XM.- encoded Presence Data For mat

This section defines an XM.- encoded presence infornmation data fornat
(PIDF) for use with CPP conpliant systens. A presence payload in
this format is expected to be produced by the PRESENTITY (the source
of the PRESENCE | NFORMATI ON) and transported to the WATCHERS by the
presence servers or gateways Ww thout any interpretation or

nmodi fication.

1. XM Format Definitions

A PIDF object is a well forned XML docunent.

It MJUST have the XM. declaration and it SHOULD contain an encodi ng
declaration in the XM. declaration, e.g., "<?xm version=1.0
encodi ng=" UTF-8 ?>". |If the charset paraneter of the M ME content
type declaration is present and it is different fromthe encoding
decl aration, the charset paraneter takes precedence.

Every application conformant to this specification MIST accept the
UTF-8 character encoding to ensure the mnimal interoperability.

1.1. The <presence> el ement

PI DF el enents are associated with the XM. nanespace namne
‘urn:ietf:parans: xm :ns:pidf’, declared using an xmns attribute, per
[ XML-NS]. The nanespace may be a default nanespace, or may be

associ ated with sone nanmespace prefix (see section 4.2.2 for
exanpl es) .

The root of an "application/pidf+xm" object is a <presence> el enent
associated with the presence informati on namespace. This contains
any nunber (including 0) of <tuple> elenents, followed by any nunber
(including 0) of <note> elenents, followed by any nunmber of OPTI ONAL
extensi on el ements from ot her nanmespaces.

The <presence> el enent MJUST have an 'entity’ attribute. The value of
the "entity’ attribute is the "pres’ URL of the PRESENTITY publi shing
this presence docunent.

The <presence> el enent MJST contain a namespace declaration (' xmns’)
to indicate the nanmespace on which the presence docunent is based.
The presence docunent conpliant to this specification MIJST have the
nanmespace 'urn:ietf:paranms: xm:ns:pidf:’
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It MAY contain other namespace decl arations for the extensions used
in the presence XM. docunent.

4.1.2. The <tuple> el enent

The <tuple> elenent carries a PRESENCE TUPLE, consisting of a

mandat ory <status> el enent, followed by any nunber of OPTI ONAL
extensi on el ements (possibly from ot her namespaces), followed by an
OPTI ONAL <contact> el enent, followed by any nunber of OPTI ONAL <note>
el ements, followed by an OPTI ONAL <ti nmestanp> el ement.

Tupl es provide a way of segmenting presence information. Protocols
or applications nay choose to segnent the presence information
associated with a presentity for any nunber of reasons - for exanple,
because conponents of the full presence information for a presentity
have come from di stinct devices or different applications on the sane
devi ce, or have been generated at different tinmes. Tuples should be
preferred over other manners of segnenting presence infornmation such
as creating nultiple PIDF instances.

The <tuple> elenent MJST contain an 'id attribute which is used to
di stinguish this tuple fromother tuples in the sane PRESENTITY. The
value of an 'id attribute MJST be unique within 'id attribute

val ues of other tuples for the same PRESENTITY. An 'id value is
used by applications processing the presence docunent to identify the
corresponding tuple in the previously acquired PRESENCE | NFORMATI ON
of the same PRESENTITY. The value of the 'id attribute is an
arbitrary string, and has no significance beyond providing a neans to
di stingui sh <tupl e> val ues, as noted above.

The <contact> el enment is OPTI ONAL because a PRESENTITY might need to
hide its COMMUNI CATI ON ADDRESS or there night be tuples not related
to any COVMUNI CATI ON MEANS. Tuples that contain a <basic> status

el ement SHOULD contain a <contact> address. Tuples MAY contain
conflicting presence status - one <tuple> nmight provide a <basic>
<status> of OPEN, and another <tuple> in the same PIDF could contain
a <basi c> <status> of CLOSED, even if they both contain the sane
<cont act > address.

The manner in which segnmented presence information is understood by
the WATCHER USER AGENT is highly dependent on the capabilities of the
WATCHER USER AGENT and the presence application in question. In the
absence of any application-specific or protocol-specific
under st andi ng of the neaning of tuples, WATCHER USER AGENTS MAY obey
the followi ng guidelines. WATCHER USER AGENTS shoul d note which
tuples in the PIDF have changed their state since the |ast
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notification by correlating the "id of each <tuple> with those
received in previous notifications and conparing both <status> val ues
and <tinestanp> elenments in the tuples, if any are present.

4.1.3. The <status> el enent

The <status> el enent contains one OPTI ONAL <basi c> el ement, foll owed
by any number of OPTI ONAL extension el ements (possibly from other
nanespaces), under the restriction that at |east one child el ement
appears in the <status> elenent. These children el enents of <status>
contain status values of this tuple. By allowing nultiple status
values in a single <tuple> elenment, different types of status val ues,
e.g., reachability and | ocation, can be represented by a <tuple>.

See Section 4.3 for an exanple with nmultiple status val ues.

This nenp only defines the <basic> status value elenment. Q her
status val ues nay be included using the standard extensibility
framework (see Section 4.2.4). Applications encountering
unrecogni zed el enents within <status> nay ignhore them unless they
carry a nust Understand="true" or nustUnderstand="1" attribute (see
section 4.2.3).

Note that, while the <status> el ement MJUST have at | east one status
val ue el enent, this status value might not be the <basic> el enent.

4.1.4. The <basic> el enent

The <basic> el enent contains one of the follow ng strings: "open" or
"cl osed".

The val ues "open" and "closed" indicate availability to receive

| NSTANT MESSAGES if the <tuple> is for an instant nessagi ng address.
They al so indicate general availability for other comunication
nmeans, but this nmeno does not specify these in detail.

open: In the context of | NSTANT MESSAGES, this value nmeans that the
associ ated <contact> elenent, if any, corresponds to an | NSTANT
I NBOX that is ready to accept an | NSTANT MESSACGE.

closed: In the context of | NSTANT MESSAGES, this val ue neans that
t he associ ated <contact> elenment, if any, corresponds to an
I NSTANT I NBOX that is unable to accept an | NSTANT MESSAGE
4.1.5. The <contact> el enent
The <contact> el enment contains a URL of the contact address. It

optionally has a 'priority’ attribute, whose value neans a relative
priority of this contact address over the others. The value of the
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attri bute MIST be a decimal nunber between O and 1 inclusive with at
nost 3 digits after the decimal point. Hi gher values indicate higher
priority. Exanples of priority values are 0, 0.021, 0.5, 1.00. If
the "priority’ attribute is onmtted, applications MJST assign the
contact address the lowest priority. |If the 'priority’ value is out
of the range, applications just SHOULD ignore the value and process
it as if the attribute was not present.

Appl i cati ons SHOULD handl e contacts with a higher priority as they
have precedence over those with lower priorities. How they are
actually treated is beyond this specification. Also, how to handle
contacts with the sane priority is up to inplenentations.

4.1.6. The <note> el enent

The <note> el ement contains a string value, which is usually used for
a human readabl e comment. A <note> el enent MAY appear as a child

el ement of <presence> or as a child elenent of the <tuple> el enent.
In the fornmer case the comment is about the PRESENTITY and in the
|atter case the coment is regarding the particular tuple.

Note that, wherever it appears, a <note> elenment SHOULD NOT be used,
and interpreted, as a non-interoperable substitute for status of its
parent el enent.

The <note> el ement SHOULD have a special attribute 'xm:lang’ to
specify the | anguage used in the contents of this elenment as defined
in Section 2.12 of [XM.]. The value of this attribute is the

| anguage identifier as defined by [RFC3066]. It MAY be onitted when
the |l anguage used is inplied by the larger context such as the
encodi ng informati on of the contents, such as an xm:lang attribute
on an enclosing XM el ement, or a Content-|anguage header [RFC3282]
on an encl osing M ME w apper.

4.1.7. The <tinestanp> el enent

The <tinestanp> el enment contains a string indicating the date and
time of the status change of this tuple. The value of this el ement
MUST follow the | MPP datetine format [RFC3339]. Tinestanps that
contain 'T or 'Z MJST use the capitalized forms.

As a security nmeasure, the <tinestanp> el ement SHOULD be included in
all tuples unless the exact tinme of the status change cannot be
determ ned. For security guidelines for watchers receiving presence
information with tinmestanps, see the Security Considerations.

A PRESENTI TY MUST NOT generate successive <presence> el enents
contai ning the same tinestanp.
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4.2. Presence Information Extensibility

The presence information extensibility framework is based on XM
nanespaces [ XM.- NS] .

RFC 2779 requires that PIDF have a neans of extendi ng <status> val ues
beyond <basi c>. These extensions MJST NOT nodify how <basic> is to
be understood, nor change the structure or semantics of PlIDF bodies

t hensel ves. These extensions nerely allow protocols and applications
to define richer presence data.

4.2.1. XM Nanmespaces Background

Al'l elenents and sone attributes are associated with a "nanespace"
which is in turn associated with a globally unique URI. Any

devel oper can introduce their own el enent nanes, avoiding conflict by
choosi ng an appropri ate namespace URI.

Wthin the presence data, elenment or attribute names are associ at ed
with a particul ar namespace by a nanmespace prefix, which is a | eading
part of the nane, followed by a colon (":"); e.g.

<prefix:element-nane ...> ... </prefix:el enent-nanme>

Wiere, 'prefix’ is the header name prefix, 'elenent-name’ is a nane
which is scoped by the nanespace associated with "prefix’. Note that
the choice of '"prefix’ is quite arbitrary; it is the corresponding
URI that defines the nam ng scope. Two different prefixes associated
with the sane nanmespace URI refer to the sane namespace.

A default namespace can be declared for XM. el enents without a
nanespace prefix. The default nanespace does NOT apply to attribute
nanmes, but interpretation of an unprefixed attribute can be

determ ned by the containing el ement.

A nanespace is identified by a URI. In this usage, the URl is used
sinply as a globally unique identifier, and there is no requirenent
that it can be used to retrieve a web resource, or for any other
purpose. Any |legal globally unique URI MAY be used to identify a
nanespace. (By "globally unique", we nean constructed according to
sone set of rules so that it is reasonable to expect that nobody el se
will use the sane URI for a different purpose.)

For further details, see the XML nanespace specification [ XM.-NS].
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4.2.2. XM Namespaces In Presence |Information

A URI used as a nanespace identifier in PRESENCE | NFORVATI ON dat a
MUST be a full absolute-URI, per RFC 2396 [URI]. (Relative URIs and
URI -references containing fragment identifiers MUST NOT be used for
thi s purpose.)

The nanespace URI for elenments defined by this specification is a URN
[URN], using the nanespace identifier "ietf' defined by [ URN-NS-1ETF]
and extended by [ XM.- Regi stry]:

urn:ietf:parans: xm :ns: pidf
Thus, sinple presence data might be thus:

<?xm version="1.0" encodi ng="UTF-8"?>
<i npp: presence xm ns:inpp="urn:ietf:parans: xm :ns: pi df"
entity="pres: soneone@xanpl e. coni >
<i mpp: tupl e id="sg89%ae" >
<i npp: st at us>
<i npp: basi c>open</i npp: basi c>
</i nmpp: st atus>
<i npp: contact priority="0.8">tel:+09012345678</i npp: cont act >
</inmpp: tupl e>
</i mpp: presence>

, using a default XM. nanespace:

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:parans: xn :ns: pi df"
entity="pres: soneone@xanpl e. coni >
<tupl e id="sg89ae" >

<st at us>
<basi c>open</ basi c>
</ status>
<contact priority="0.8">tel:+09012345678</ cont act >
</tupl e>

</ presence>

As is generally the case in XM. with nanmespaces, the xmns attribute
can be used on any elenent in the presence information to define
either the default namespace or a nanmespace associated with a
nanespace prefix.
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4.2.3. Handling O Unrecogni zed El enent Nanes

Except as noted bel ow, a processor of PRESENCE | NFORMATI ON MUST
ignore any XML el ement with an unrecogni zed nane (i.e., having an

unr ecogni zed namespace URI, or an unrecogni zed | ocal nanme within that
nanespace). This includes all of the elenment content, even if it
appears to contain elenents with recogni zed nanes.

Extensions to PIDF are informational in nature - they provide

addi tional information beyond <basic> status. However, in order to
under stand a conpl ex extension, nested elenents within an extension
el enent might need to be marked as nandatory. |In such cases, the
el enent nane is qualified with a nustUnderstand="true’ or

must Understand="1" attribute. See section 4.3.3 for an exanple.

NOTE: a nustUnderstand="true’ or nustUnderstand="1" attribute
within an element that is being ignored is itself ignored. The
witer of nested nmandatory-to-understand information is
responsi bl e for ensuring that any enclosing elenment is also

| abel l ed with a nust Understand="true’ or mnustUnderstand="1
attribute, if necessary.

This specification defines (section 4.1) elenments within the
‘urn:ietf:parans: xm :ns: pidf’ namespace that MJST be recognized in
CPP presence data. Processors MJST handl e these as described, even
if they do not carry a nustUnderstand attribute. The XML Schema
Definition (section 4.4) indicates those elenents that MJST be
present in a valid presence information docunent.

I f an agent receives PRESENCE | NFORVATION with a <status> bl ock
cont ai ni ng an unrecogni zed el ement with a nustUnderstand="true’ (or
"1') attribute, it should treat that entire el ement and any content
as unrecogni zed and not attenpt to process it.

In order to ensure that nininal inplenmentations can correctly process
basic PIDF information the nustUnderstand attri bute MJUST be used only
within optional elenents nested in a <status> elenent. This will
ensure that problens processing an extension are restricted to that
extension and do not affect the processing of the basic PIDF
information defined in this specification.

4.2.4. Status Value Extensibility
This menp defines only the <basic> status value with val ues of "open"

and "closed". QOher status val ues are possible using the standard
nanespace- based extensibility rul es defined above.
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For exanmple, a location status value m ght be included thus:

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:paranms: xm :ns:pidf"
xm ns: 1 ocal ="urn: exanpl e-com pi df - st at us-t ype"
entity="pres: soneone@xanpl e. coni >
<tupl e id="ub93s3">
<stat us>
<basi c>open</ basi c>
<l ocal : | ocati on>home</| ocal : | ocati on>
</ status>
<cont act >i m soneone@xanpl e. conx/ cont act >
</tupl e>
</ presence>

Sonme new status values will *extend the value of the <basic>
element. For exanple, a status value defined for use wi th instant
nmessagi ng may include val ues such as 'away’', 'busy’ and 'offline’

In order that some | evel of interoperability be maintained with user
agents that don't recogni ze the new extension, the <basic> status
val ue nmust al so be included. This nmeans that extensions are not
obligated to define a mapping fromeach of their values to OPEN or
CLOSED.

4.2.5. Standardi zi ng Status Extensions

Al t hough the existing PIDF definition allows arbitrary elenents to
appear in the <status> elenent, it nay be sonetines desirable to
standar di ze extension status elenments and their semantics (the

nmeani ngs of particular statuses, how they should be interpreted).

The URN "urn:ietf:parans: xm :ns:pidf:status’ has been specified as an
unbrel | a namespace under which extensions to the <status> PlIDF

el ement should be specified (e.qg.,
urn:ietf:paranms: xm :ns: pi df: status: ny-extension). New val ues under
this nanespace MUST be defined by a standards-track RFC

The foll owi ng exanple XM. Schenma defines an extension for <location>
presence information, which can have the values of 'hone’, ’'office’,
or 'car’. If the <location> elenment were standardi zed, this docunent
woul d be nade available in an RFC along with informati on about the
use of the extension. These extensions should use the nanespace
"urn:ietf:parans: xm :ns:pidf:status’, and each RFC defining an
extensi on shoul d regi ster an extension nane wthin that namespace

wi th | ANA

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema target Namespace="urn:ietf: parans: xm : ns: pi df : st at us"
xm ns:tns="urn:ietf:parans: xm : ns: pi df : st at us"
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xm ns: xs="http://ww. w3. org/ 2001/ XM_Schema"
el enment For nDef aul t =" qual i fi ed"
attri but eFornDefaul t ="unqual ified">

<xs: si npl eType nanme="I| ocati on">
<xs:restriction base="xs:string">
<xs:enumneration val ue="hone"/ >
<xs:enuneration value="office"/>
<xs:enuneration value="car"/>
</xs:restriction>
</ xs: si npl eType>

</ Xxs: schema>

I n
of
di

addition to the XML Schenma to validate the extension, registration
the extension name with | ANA, RFCs defining extensions MJST
SCuss:

The domai n of applicability of the extension. |Is this extension
exclusively valuable to IMclients, tel ephones, geolocators, etc?
What sorts of presence applications would use this extension and
under what circunstances?

Semantics for the presence states defined in the extension. Wat
di sposi tion provokes an automated presentity to declare that it is
in state X, or does a human select X froma drag-down nenu? Is
there any general guidance for watchers of presence information
with state Y (for exanple, how they should best attenpt to

conmmuni cate with the presentity, if at all, when the principal is
in state V).

Ext ensi ons SHOULD al so di scuss:

4. 3.

4. 3.

1.

How, if at all, any presence states defined in the extension
related to <basic>, or to any relevant extension previously
published in an RFC. For exanple, "state Z inplies OPEN, so it
MUST NOT be used if a basic state of CLOSED is expressed", or
"you should use the extension in this docunent, not the extension
in RFC QQQQ if your circunstances are as follows...."

Exanpl es

Def aul t Nanmespace with Status Extensions

The followi ng i nstance docunment uses a hypothetical 'pidf:im XM

nanespace as an exanple of the sort of status extension that m ght be
devel oped for PIDF
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<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:paranms: xm :ns:pidf"
xmns:inE"urn:ietf:parans: xm :ns: pidf:inf
xm ns: nyex="http://id. exanpl e. com presence/"
entity="pres: someone@xanpl e. cont >
<tuple id="bs35r9">
<st at us>
<basi c>open</ basi c>
<iminpbusy</iminp
<nyex: | ocati on>hone</ nyex: | ocati on>
</ status>
<contact priority="0.8"> m soneone@mbil ecarrier.net</contact>
<note xml :lang="en">Don't Disturb Pl ease! </ note>

<note xm:lang="fr">Ne derangez pas, s’'il vous plait</note>
<ti mest anp>2001- 10- 27T16: 49: 29Z</ ti mest anp>
</tupl e>
<tupl e id="eg92n8" >
<st at us>
<basi c>open</ basi c>
</ status>
<contact priority="1.0">mmilto: soneone@xanpl e. conk/ cont act >
</tupl e>
<note>l"I1 be in Tokyo next week</note>

</ presence>
4.3.2. Presence with O her Extension El enents

<?xm version="1.0" encodi ng="UTF-8"?>
<i npp: presence xm ns:inpp="urn:ietf:parans: xm :ns: pi df"
xm ns: nyex="http://id. exanpl e. com presence/"
entity="pres: someone@xanpl e. coni >
<i mpp: tuple id="ck38g9">
<i npp: st at us>
<i npp: basi c>open</i npp: basi c>
</i nmpp: st atus>
<nyex: nyt upl et ag>Ext ended val ue i n tupl e</ nyex: myt upl et ag>
<i npp: contact priority="0.65">tel:+09012345678</i npp: cont act >
</inmpp: tupl e>
<i npp: tuple id="nd66je" >
<i npp: st at us>
<i npp: basi c>open</i npp: basi c>
</i nmpp: st atus>
<i npp: contact priority="1.0">
i m someone@obi | ecarrier. net</inpp: contact>
</impp: tupl e>
<nyex: nytag>My extended presentity information</nyex:nytag>
</i mpp: presence>
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4.3.3. Exanple Mandatory To Understand El ements

<?xm version="1.0" encodi ng="UTF-8"?>
<i npp: presence xm ns:inpp="urn:ietf:parans: xm :ns: pi df"
xm ns: nmyex="http://id. nyconpany. com presence/"
entity="pres: someone@xanpl e. coni >
<i mpp:tuple id="tj25ds" >
<i npp: st at us>
<i npp: basi c>open</i npp: basi c>
</i nmpp: st at us>
<nyex: conpl exExt ensi on>
<nmyex: exl inpp: nmust Under st and="1">val 1</ nyex: ex1>
<nmyex: ex2>val 2</ nyex: ex2>
</ myex: conpl exExt ensi on>
<i npp: contact priority="0.725">tel:+09012345678</i npp: cont act >
</inmpp: tupl e>
<nyex: nytag>My extended presentity information</nyex:nytag>
</i mpp: presence>

Here, <myex:ex1> nust be understood and, if it is not recognized,
<nmyex: conpl exExt ensi on> MJST be i gnor ed. <nmyex: mytag> and
<nmyex: ex2> MAY be ignored if they are not recogni zed.

4.4. XM. Schema Definitions

This section gives the XML Schema Definition [ XM.Schermal] of the
"application/pidf+xm " format. This is presented as a formnal
definition of the "application/pidf+xm " format. Note that the XM
Schenma definition is not intended to be used with on-the-fly
val i dation of the presence XM. docunent.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs: schema target Nanmespace="urn:ietf:parans: xm : ns: pi df "
xm ns:tns="urn:ietf:parans: xm :ns: pidf"
xm ns: xs="http://ww. w3. org/ 2001/ XM_Schema"
el ement For nDef aul t =" qual i fi ed"
attri but eFornDefaul t ="unqual i fied">

<l-- This inmport brings in the XML | anguage attribute xm :|ang-->
<xs:inmport namespace="http://wwm. w3. org/ XM./ 1998/ nanespace"
schemalLocati on="htt p://ww. w3. or g/ 2001/ xm . xsd"/ >

<xs: el ement nane="presence" type="tns:presence"/>
<xs: conpl exType nane="presence">
<XS:sequence>

<xs: el enment nanme="tuple" type="tns:tuple" m nCccurs="0"
maxCccur s="unbounded"/ >

Sugano, et al. St andards Track [ Page 16]



RFC 3863 Presence Informati on Data For mat August 2004

<xs: el ement nane="note" type="tns:note" ni nCccurs="0"
maxCQccur s="unbounded"/ >
<XS:any nanespace="##ot her" processContents="1ax" m nQccurs="0"
maxCQccur s="unbounded"/ >
</ Xs: sequence>
<xs:attribute nane="entity" type="xs:anyURl " use="required"/>
</ xs: conpl exType>

<xs: conpl exType nanme="tupl e">
<XS:sequence>
<xs: el ement nane="status" type="tns:status"/>
<Xs:any nanespace="##ot her" processContents="1ax" m nCOccurs="0"
maxQccur s="unbounded"/ >
<xs: el ement nane="contact" type="tns:contact" m nCccurs="0"/>
<xs: el ement nane="note" type="tns:note" mnmi nCccurs="0"
maxQccur s="unbounded"/ >
<xs: el ement nane="ti nmestanp" type="xs:dateTine" m nCccurs="0"/>
</ Xs: sequence>
<xs:attribute nane="id" type="xs:ID" use="required"/>
</ xs: conpl exType>

<xs: conpl exType nane="st at us">
<XS:sequence>
<xs: el ement nane="basic" type="tns: basic" nm nCccurs="0"/>
<Xs:any nanespace="##ot her" processContents="1ax" m nQccurs="0"
maxCQccur s="unbounded"/ >
</ Xs: sequence>
</ xs: conpl exType>
<xs: si npl eType nane="basic">
<xs:restriction base="xs:string">
<xSs:enuneration val ue="open"/>
<xs:enuneration val ue="cl osed"/ >
</xs:restriction>
</ xs: si npl eType>

<xs: conpl exType name="contact">
<xs: si npl eCont ent >
<Xs: ext ensi on base="xs:anyURl ">
<xs:attribute nane="priority" type="tns:qval ue"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>

<xs: conpl exType name="note">
<xs: si npl eCont ent >
<Xs: ext ensi on base="xs:string">
<xs:attribute ref="xm:lang"/>
</ xs: ext ensi on>
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</ xs: si npl eCont ent >
</ xs: conpl exType>

<xs: si npl eType nane="qgval ue">
<xs:restriction base="xs: deci mal ">
<xs:pattern value="0(.[0-9]{0,3})?"/>
<xs:pattern value="1(.0{0,3})?"/>
</xs:restriction>
</ xs: si npl eType>

<l-- dobal Attributes -->
<xs:attribute nanme="nust Under stand" type="xs: bool ean" default="0">
<xs:annot ati on>
<xs: docunent ati on>
This attribute may be used on any el enment within an optional
PI DF extension to indicate that the correspondi ng el enent mnust
be understood by the PIDF processor if the enclosing optional
el enent is to be handl ed.
</ xs: docunent ati on>
</ xs: annot ati on>
</xs:attribute>
</ xs: schema>

5. | ANA Consi derati ons
This meno calls for | ANA to:
- register a new M ME content-type application/pidf+xm, per [M Mg,
- register a new XM. nanespace URN per [ XM.-Registry].

- register a new XM. nanespace URN for status extensions per [XM-
Regi stry].

The registration tenplates for these are below. For nore information
on status extensions, see section 4.2.5.

5.1. Content-type registration for *application/pidf+xm’

To: ietf-types@ana.org
Subj ect: Registration of MME nmedia type application/pidf+xn

M ME nedi a type nanme: application
M ME subt ype nane: pi df +xn

Requi red paraneters: (none)
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Opti onal paraneters: char set
I ndi cates the character encoding of enclosed XM.. Default is
UTF- 8.

Encodi ng consi derati ons:
Uses XM., which can enploy 8-bit characters, depending on the
character encodi ng used. See RFC 3023 [RFC 3023], section 3.2.

Security considerations:
This content type is designed to carry presence data, which may be
consi dered private information. Appropriate precautions should be
adopted to limit disclosure of this informtion.

Interoperability considerations:
This content type provides a common format for exchange of
presence i nformation across different CPP conpliant protocols.

Publ i shed specificati on:
RFC 3863

Appl i cations which use this nmedia type:
Presence and instant nessagi ng systens.

Addi tional information:
Magi ¢ nunber(s): File extension(s): Mcintosh File Type Code(s):

Person & email address to contact for further infornmation:
H royasu Sugano EMail: sugano. h@p.fujitsu.com

I nt ended usage:
LI M TED USE

Aut hor/ Change control |l er
This specification is a work itemof the I ETF | MPP wor ki ng group
with mailing |ist address <i npp@ ast at e. edu>.

O her information:
This nedia type is a specialization of application/xm [RFC 3023],
and many of the considerations described there also apply to
appli cation/ pi df +xm .
5.2. URN sub-nanespace registration for 'urn:ietf:parans: xm :ns: pidf’

URI
urn:ietf:parans: xm :ns: pidf
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Descri pti on:
This is the XM. nanespace URI for XM el enents defined by RFC 3863
to describe CPP presence information in application/pidf+xn
content type.

Regi strant Cont act
| ETF, | MPP wor ki ng group, <inpp@ astate. edu>
H royasu Sugano, <sugano.h@p.fujitsu.conp

XML
BEA N
<?xm version="1.0""?7>
<! DOCTYPE htmi PUBLIC "-//WBC//DTD XHTM. Basic 1.0//EN'
"http://ww. w3. org/ TR/ xht m - basi ¢/ xht M - basi c10. dtd" >
<htm xm ns="http://ww.w3. org/ 1999/ xhtm ">
<head>
<neta http-equiv="content-type"
content="text/htm ;charset=utf-8"/>
<title>Namespace for CPP presence information</title>
</ head>
<body>
<hl>Nanespace for CPP presence information</hl>
<h2>urn:ietf:paranms: xm : ns: pi df </ h2>
<p>See <a
href="[[[ftp://ftp.rfc-editor.org/in-notes/rfc3863.txt]]]">
RFC3863</ a>. </ p>
</ body>
</htm >
END

5. 3. URN sub- nanespace registration for
‘urn:ietf:parans: xm :ns: pidf:status’

URI
urn:ietf:parans: xm :ns: pidf:status

Descri pti on:
This is the XM. nanespace URI for XM el enents defined by
RFC 3863 to describe extensions to the status of CPP presence
information in application/pidf+xm content type.

Regi strant Cont act
| ETF, | MPP wor ki ng group, <inpp@ astate. edu>
H royasu Sugano, <sugano.h@p.fujitsu.conp

XML

BEG N
<?xm version="1.0"7?7>

Sugano, et al. St andards Track [ Page 20]



RFC 3863 Presence Informati on Data For mat August 2004

<! DOCTYPE html PUBLIC "-//WBC// DTD XHTM. Basic 1.0//EN"
"http://ww. w3. org/ TR/ xht m - basi ¢/ xht M - basi c10. dt d" >

<htm xm ns="http://ww.w3. org/ 1999/ xhtm ">

<head>
<neta http-equiv="content-type"

content="text/htm ;charset=utf-8"/>

<titl e>Nanmespace for CPP status extensions</title>

</ head>

<body>
<h1l>Nanespace for CPP presence informati on extensions</hl>
<h2>urn:ietf:params: xm : ns: pi df : st at us</ h2>

<p>See <a
href="[[[ftp://ftp.rfc-editor.org/in-notes/rfc3863.txt]]]">
RFC3863</ a>. </ p>

</ body>

</htm >

END

6. Security Considerations

Because presence is very privacy-sensitive informtion, the protocol
for the presence infornmation MJST have capabilities to protect PlIDF
from possible threats, such as eavesdropping, corruption, tanper and
replay attacks. These security mechani sns nust be able to be used
end-to-end between presentities and watchers, even if the watcher and
the presentity enploy different presence protocols and conmmunicate
through a CPP gateway. Since the "application/pidf+xmi’ MM type is
defined for this PIDF docunent, staging security for PIDF at the M M
level (with S/MME [ RFC3851]) seens appropriate. Therefore, PIDF
shoul d follow the normati ve recommendati ons for the use of S/M M

(i ncluding m ni mum ci phersuites) given in the core CPP specification.

Note that the use of tinestanps in PIDF (see section 4.1.7) can
provi de sone rudi nentary protection against replay attacks. |If a
wat cher receives presence information that is outdated, it SHOULD be
ignored. A watcher can determ ne that presence information is
outdated in a nunber of fashions. Mst significantly, if the newest
timestanp in presence information is older than the newest tinestanp
in the last received presence information, it should be considered
outdated. Applications and protocols also are advised to adopt their
own rules for determ ning how frequently presence information should
be refreshed. For exanple, if presence information appears to be
nmore than one hour old, it could be considered outdated (a
notification generated for this presence infornmation will not take
such a long tinme to reach a watcher, and if a presentity has not
refreshed its presence state in the last hour, it is probably

of fline).
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7.

8.

8.

I nternationalizati on Consi derations

Al'l the processors conformant to this specification MIST be able to
generate and accept UTF-8 encoding, this being one of the nandatory
character encodings for XM. conform ng processors, and al so required
by the policies set out in RFC 2277 [ RFC2277].

O her character encodi ngs MAY be accepted (but CPP conpli ant
processors are strongly discouraged fromenitting anything other than
UTF- 8) .
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Appendi x A. Docunment Type Definitions

The Document Type Definition for the "application/pidf+xm " format is
described. The DID here is presented only for informational for
those who may not faniliar with the XM. Schema definition

Not e: the DTD does not show where extension el enents can be added.
See the XML Schenmm for that information

<IENTI TY % URL " CDATA" >
<IENTITY % URI " CDATA" >
<IENTITY % TUPLEI D " CDATA" >
<IENTI TY % DATETI ME " CDATA" >
<IENTI TY % VALUETYPE " CDATA" >
<IENTITY % PRIORI TY " CDATA" >
<IENTI TY % NOTE " CDATA" >

<! ELEMENT presence ((tuple*), note?)>
<I ATTLI ST presence
xm ns %Rl ; #REQUI RED
entity %JRL; #REQUI RED
>

<! ELEMENT tupl e (status, contact?, note?, tinmestanp?)>
<! ATTLI ST tuple

id %I UPLEI D; #REQUI RED
>

<! ELEMENT st atus (basic?)>
<! ELEMENT basi ¢ CDATA>

<! ELEMENT contact %JRL; >
<! ATTLI ST cont act
priority %Rl ORI TY; # MPLIED
>
<! ELEMENT note YNOTE; >

<! ELEMENT ti nestanp Y%OATETI MVE; >
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Ful I Copyright Statenent

Copyright (C) The Internet Society (2004). This docunent is subject
to the rights, licenses and restrictions contained in BCP 78, and
except as set forth therein, the authors retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR I'S SPONSORED BY (IF ANY), THE I NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED,

| NCLUDI NG BUT NOT LIMTED TO ANY WARRANTY THAT THE USE COF THE

| NFORVATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. |Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nmade to obtain a general |icense or permission for the use of
such proprietary rights by inplenmenters or users of this

speci fication can be obtained fromthe I ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that nmay cover technol ogy that nay be required to inplenment
this standard. Please address the information to the IETF at ietf-
ipr@etf.org.
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